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Abstract—In the sphere of IoT, one of the most significant 

issues is quality of service (QoS), which is critical for both 

developers and customers. As a result, IoT platform developers 

are working to enhance models that will meet consumer 

expectations in terms of IoT services meeting their expected 

specified levels of quality. The multidimensional architecture of 

the IoT platform, combined with the ambiguous mindset of 

consumers' thinking, makes QoS evaluation a difficult process. 

As a result, this study seeks to solve these issues and proposes a 

new paradigm for assessing QoS in IoT ecosystems. The 

proposed approach evaluates QoS in two steps, with the goal of 

assessing QoS at all levels. To address the issue of uncertainty, 

the metric values and QoS were represented using a fuzzy logic 

method. The model correctly estimated the QoS for 50 services in 

the dataset, and the results show that 16 services are classed as 

high quality, while 25 are rated as medium quality and the rest 

rated as low quality. 
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I. INTRODUCTION 

The IoT service is a key component in IoT ecosystems and 
is actually considered to be the backbone of it. Obviously, 
service plays a crucial role in any IoT platform as it is always 
the center of attention for both providers and consumers, for 
after all, it is the source from which both ends of the equation 
are potentially going to benefit. In general, the concept of 
services as defined by [1] is the commercial transaction 
between two parties in which one party allows another to 
access specific resources. Recent years have witnessed a 
significant development in IoT market, in turn, the number of 
IoT services have increased rapidly. This rapid increase in IoT 
services has been on the rise due to the dramatic increase in the 
number of devices, that are considered the main source of IoT 
services. There is no unanimous opinion on the number of 
things that will connect to the Internet [2]. According to most 
surveys undertaken by reputable companies such as Gartner, 
HIS Markit, and Ericson, the number of internet-connected 
devices will reach nearly 30 to 50 billion in 2021. ( excluding 
smartphones, tablets, and computers) [3]. However, according 
to a recent estimate which conducted by [4], the number of 
linked devices worldwide will approach 75 billion by 2025. 
This reported big jump in the number of devices gives an 
indication of the massive number of IoT services that we will 
have and underpins the projection of a significant increase in 
the number of IoT services in the near future. 

This consequential growth in IoT market motivates huge 
number of consumers to adopt IoT services. However, one of 
the big challenges that face most of the consumers is how to 
find the services fulfilling their specific requirements among 
massive numbers of services that have similar functionality but 
different in non-functional attributes. Therefore, the IoT 
developers endeavor to develop IoT platforms that would allow 
consumers to have access to services meeting their 
requirements. One of the most requirements most consumers 
seek and are concerned with is the quality of Services (QoS). 
According to [5], QoS is the overall performance of a 
telecommunication system, computer network, or IoT platform, 
explicitly, the performance perceived by network or platform 
users, and there are numerous metrics used to measure 
performance. As QoS is a key metric in measuring the 
performance of IoT platforms, many researches have been 
conducted with the view to tackling the issue of QoS in terms 
of QoS metrics and assessment methods. Researcher in [6] 
addressed the challenge of how to meet the consumers QoS-
based demand whereas [7] discussed the problem of how to 
calculate the aggregate QoS of a composite service. 

As we have noticed, QoS has significant impact on IoT 
performance. Hence, many researches have been developed in 
order to address the all issues related to the QoS in IoT 
platforms. QoS assessment is one of the most challenging 
issues that must be taken into consideration in any IoT 
platform, for more explanation, to develop a convenient IoT 
platform that would allow consumers to get the services with 
the desirable level of quality, it is necessary first to have a 
convenient approach for assessment of the QoS. However, 
developing an assessment approach for QoS in IoT is a rather 
challenging task for several reasons including: initially, the 
architecture of IoT platforms is made up of many layers and 
each layer has a conspicuous impact on the QoS. Thus, firstly, 
we assume that assessment the QoS for one layer and ignore 
the other layers will give a result that doesn’t express the QoS 
for all IoT platform, secondly, calculate the QoS for all layers 
but deal with each result of layer individually also will affect 
the final result of QoS for IoT platform. On the other side, the 
non-functional attributes (QoS metrics) are represented in 
numerical values, in contrast, humans always think in inexact 
ways in their daily life, and used linguistic terms such as 
Short/tall, close/far, and hot/cold. Therefore, we assume that 
the way of representing the metrics of QoS has a great impact 
in the final results. 
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The goal of this work is to address the issues raised above 
by offering a new method for assessing QoS in IoT 
ecosystems. The suggested model examines QoS in two steps, 
with the goal of computing QoS at the all layers. To address 
the uncertainty issue, we employed the fuzzy logic approach to 
describe metric values and compute QoS. 

II. BACKGROUND 

A. IoT Service Profile 

The IoT service profile consists mainly of three models: 
Service profile, service model and service grounding, Fig. 1. 

1) Service model: This model addresses the functional 

component of services at a high level; it specifies what a 

service does and is mostly used for service discovery [8]. 

2) Service profile: Mainly used for service selection. The 

goal of this section is to aid service selection by semantically 

describing the service's non-functionality. There are several 

QoS attributes that used to specify the non-functional of 

services such as: accuracy, reliability, security, reputation etc.. 

3) Service grounding: This section contains information 

about the message format and transfer protocol that are 

required for service invocation. Some models, for example, 

employ WSDL to deliver messages over common network 

protocols [9]. 

B.  IoT Architecture from QoS Prospective 

Form QoS prospective, IoT architecture made up of three 
layers, the perception layer, the network layer and the 
application layer, Fig. 2. In the perception layer we find the IoT 
devices from which services publish. The network layer 
represents the medium communication used to transfer services 
such as WiFi, ZigBee. The application layer is the interface 
where the end users access the services. Each layer has its own 
QoS metrics and based on these metrics the quality of services 
will be computed. 

 

Fig. 1. Shows IoT Service Profile. 

 

Fig. 2. Architecture in IoT from QoS Prospective. 

1) QoS of Perception Layer: This layer is the backbone of 

the IoT and it is described as the five sense organs of loT 

ecosystems [10]. In this layer we find the IoT devices. These 

can be the edge devices such as sensors, actuators, RFID, 

cameras, GPS, wearable devices that interact with their 

environment. Several QoS metrics can be defined under this 

layer and they include: 

a) Accuracy: Accuracy is one of the parameters that 

play vital role in QoS. Accuracy of sensor as defined by [11] 

is the greatest uncertainty between a sensor's actual value and 

the standard value defined at output settings. 

b) Precision: Precision refers to the sensors' capacity to 

measure the deviation in the output obtained when the same 

signal is measured repeatedly under the same conditions [11]. 

c) Reliability: Reliability provides a high degree of trust 

and trustworthiness during the operation of IoT systems [12]. 

The reliability also reflects the ability of systems to recover 

and self-configure in the changing environment. 

d) Sensor Time Constant (τ): A sensor constant time is 

defined as the time required for the sensor reading/output to 

reach to 63.2% of its total step change in measurement‖ [13]. 

e) Response Time: It is defined as the time taken by the 

sensors to change its output state with the change in input 

parameters. The Sensors that have low response time are more 

desirable for any application [11]. 

2) QoS of Network Layer: Network layer connects the IoT 

devices to other smart objects, servers, and network devices, it 

is considered as an intermediate between the application layer 

and perception layer [14] [15]. Several QoS metrics can be 

defined under this layer and they include: 

a) Bandwidth: Represetns the measured amount of data 

that transmitted over netwrok at a given period of time. For 

accessing, the ones with a high available bandwidth are 

preferred for accessing [11]. 

b) Reliability: If the backet arrives at its destination 

without any loss or security breach, the service is considered 

reliable. [15]. 

c) Availability: Availability represented as the 

percentage of time, in a specific time interval, during which 

network components such as (a server, cloud service, or other 

machine) can be used for the task that it was mainly designed 

and created for [16] [17]. 

d) Security: There is an increasing demand for security 

among the IoT users. Most of the users want to ensure that the 

network used to provide IoT services is secure and the 

information provided will be treated confidentially [18]. 

3) QoS of Application (Cloud) Layer: It is responsible of 

providing the user with application-specific services. or what 

the user interacts with [19]. Several QoS metrics which can be 

defined under this layer and they include: 

a) Price: The price of getting services in IoT is one of 

the metrics that reflects the QoS. 

b) Reputation: Reputation of IoT services is measured 

based on the individual’s experience and reviews. Many 
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services selection approaches are customized based on the 

preferences [20]. 

c) Availability: As in sensor layer the availability also 

used as metric of QoS in application layer. It can be defined as 

a probability ratio that the service is operational and accessible 

when selected [21]. 

III. RELATED WORK 

The non-functional or QoS attributes are the key criteria 
when IoT end users need to select specific service to perform 
specific task. Therefore, it is important to develop an approach 
that allows providers of services to evaluate the QoS before 
making them available for the end users. Recently, many 
researches have been developed in order to improve tools to 
calculate or assess the QoS. 

 A study conducted by [22] investigated the problem of 
how to find the best service providers that offer smart parking 
services. The researchers identified 25 parameters that play a 
vital role in identifying the QoS in such a service. In [23], 
investigated the most suitable QoS criteria for optimal services 
selection problem in composition and classify them to the 
negative and positive criteria. In order to develop a good 
services evaluation model for IoT environment, a model based 
on multi-objective decision making (MODM) is proposed by 
[24]. The parameters that used to assess the QoS are: battery 
energy cost RE, CPU cost RC, memory usage RM, user-
friendly RU and network bandwidth usage RB. The result 
obtained showed that this model successfully evaluated the 
QoS. A model based on fuzzy logic is developed by [25] in 
order to propose an assessment method to evaluate the level of 
QoS in IoT. The authors used execution time and reliability as 
the measurement metrics to the QoS. Fuzzy Logic Estimating 
Level (FLEL) estimates the QoS level by performing many 
tests. To evaluate the model, the researchers compares the 
proposed model with the existing model such as a 
Randomization Test (RT) and the estimating method by a 
Single Test in Steps (STS), and the result revealed that the 
efficiency of the FLEL is close to the STS and RT or even 
higher through the comparison of Average Paased Times 
APTs. in [26], a model developed to assess the QoS in IoT 
network layer. The parameters used in this study are end to end 
delay, energy consumption, energy fairness, jitter, throughput, 
routing load, packet delivery ratio and normalized routing 
overhead. The QoS of each parameter is evaluated by testing 
the performance of each parameter by increasing and 
decreasing the number of nodes in IoT network. The result 
obtained showed that, as the number of nodes grows, the 
performance of QoS measures such as end-to-end delay, 
energy consumption, energy fairness, routing load, and 
normalized routing overhead improves. 

In [27], a model for evaluating QoS is developed based on 
five attributes. The attributes are classified in two categories: 
positive attributes (reliability, reputation, security) and negative 
attributes (cost, response time). To compute the QoS, the 
weight for each attribute is identified based on users’ 
preferences, then the QoS is aggregated for negative and 
positive attribute separately using tow aggregation formulas. 

To improve the services selection, [28] developed QoS 
model based on three components of IoT (things, 
communication and computing). The model provides 
description to the services in all three components. The aim of 
this study is to improve the services selection by considering 
the QoS in the three mentioned components. Evaluation of the 
quality of services in the proposed model passes through three 
steps: first the QoS parameters will be identified; secondly, the 
weight of each QoS parameter is calculated using Analytic 
Hierarchy Process (AHP) method. In the last steps the IoT 
services are ranked by using Order Preference by Similarity to 
Ideal Solution (TOPSIS). To validate the model, it compared 
with AHP, the evaluation showed that execution time taken by 
AHP- TOPSIS is less that than the time taken AHP. 

A QoS model was established by [21] in order to compute 
QoS in the application layer. The main goal of this study is to 
tackle the issues of selecting the ideal service among similar 
functionally identical services and varied non-functionality 
needs. They classified the QoS factors into two categories: the 
first one is Business Quality Type (BQT), which assesses the 
quality of services from a business view point, the factors in 
this type like Reputation and Execution Price. The second type 
is System Quality Type (SQT). This type relates to the 
processing time of system and used factors such as Reliability, 
Availability and Response Time. 

As we have seen, though the assessment of QoS in IoT 
ecosystems has been addressed by many researchers, however, 
some of the adopted solution developed based one specific 
layer and ignore the other layers. Moreover, most of the 
proposed solution did not consider the fuzziness of the QoS 
attributes. Therefore, in this paper is going to address all these 
issues by proposing new approach for computing the QoS in 
IoT ecosystems. 

IV. ASSESSMENT QOS MODEL 

In this research our assessment QoS model is based on a 
new approach. The model is based on three-layers IoT 
architecture as shown in Fig. 2. We used the fuzzy logic system 
to assess the QoS in each layer. The assessment of QoS 
performed in two stages (Fig. 3). 

 
Fig. 3. Show the Two Fuzzy Stages of Assessment QoS for IoT Services. 
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In the first stage we have three FCSs which assess the QoS 
in perception layer, network layer and application layer. The 
metrics of each layer represent the inputs of the FCS. The 
result of this stage is three outputs named Perc_QoS, Nw_QoS 
and App_QoS, which represent the QoS of perception layer, 
network layer and application layer, respectively. 

In the second stage the Perc_QoS, Nw_QoS and App_QoS 
obtained from first stage will be inputs of the FCS of the 
second stage. The result of this stage is the QoS which 
represents the final output of the system. The methodology that 
we used to perform the two stages mentioned is fuzzy control 
system which based on Lotfi A. Zadeh's fuzzy logic theory, 
which was developed in the 1960s to offer mathematical rules 
and functions that allowed natural language queries. The 
general idea behind the Fuzzy Logic is to mimic the way 
humans think [29], which tends to think in approximate rather 
than precise terms [30]. In other word, fuzzy logic is a method 
for describing and processing vague information that is 
commonly used by humans in their daily lives. Unlike 
traditional propositional logic, fuzzy logic assigns numeric 
values between 0 and 1 to each proposition in order to reflects 
uncertainty [31]. It is possible to calculate the degree to which 
an item belongs using fuzzy sets. For example, if a person is.83 
tall, they are considered "rather tall." Fuzzy logic determines 
the shades of gray between black and white and true and false. 
The fuzzy logic control system typically consists of three major 
components, which are as follows: 

(1) fuzzifier (2) inference rules and (3) defuzzifier. These 
components represent the sequences processes of the fuzzy 
logic controller (Fig. 4). 

 
Fig. 4. Shows Fuzzy Logic Control System Architecture [32]. 

A.  Fuzzification 

This is the first step in developing FCS which explains the 
process of converting a set of crisp data into a set of linguistic 
variables using the membership functions (fuzzy sets) [33]. 
Fuzzification is a useful tool for dealing with vague and 
uncertain information, which can be objective or subjective. 
The membership function chart can be drawn in a variety of 
ways, including triangles, trapezoids, bell curves, or any other 
shape that accurately represents the distribution of information 
inside the system. A triangular fuzzy number is represented by 
a triplet (a, b, c), as shown in Fig. 5, and the membership 
function is calculated by equation (1): 

 
Fig. 5. Shows a Triangular Fuzzy Shape [34]. 
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A trapezoids fuzzy number is defined by four variables (a, 
b, c, d), as shown in Fig. 6, and the membership function is 
calculated by Equation (2): 

 
Fig. 6. Shows a Trapezoid Fuzzy Shape [35]. 
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B. Inference Mechanism 

This is the main intelligent control of this system. Forming 
the rules base doesn’t has systemic tools that can be used as 
standard in developing the fuzzy logic controller [30]. As a 
controller designed as expert system, thus, developing the rule 
base depend on intuitive knowledge and the experience. 

C. Defuzzification 

After examining the fuzzy rules, the defuzzification 
component of fuzzy logic converts the fuzzy data values into 
real-world data values, and these real-world data values are 
determined by the defuzzification method. Different methods 
are used for defuzzification process such Center of Gravity 
(SOG), Weighted Average method, Mean of Maxima (MOM) 
and Smallest of Maxima (SOM). These methods are set by the 
controller designer. 

V. IMPLEMENTATION AND RESULTS 

Based on the above definition and steps of developing FCS, 
we used Fuzzy Logic Designer in MATLAB to develop the 
proposed model. Our purpose of this research is to assess the 
QoS of IoT service in all layers. As shown in Fig. 3, the 
calculation of QoS will be performed in two stages: 

Fuzzifier Defuzzifier

Rules

Inference 

Crisp Inputs

Fuzzy Input Sets Fuzzy Output Sets

Crisp Outputs
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A. Stage One 

In this stage we develop three FCSs for the three layers. For 
straightforwardness we selected tow metrics in each layer to 
represent inputs for FCS. Upcoming in this we will describe in 
details the steps of building the FCS for the three layers: 

1) Fuzzification: For each layer we choose two QoS 

metrics to represent the inputs of the FCS. For example, we 

choose price and reputation for application layer, bandwidth 

and reliability for network layer and accuracy and response 

time for perception layer. Then we identified the fuzzy set of 

each input and outputs in each layer as showed in Table I and 

Table II. 

We used triangular and trapezoid shapes to represent the 
fuzzy set for all inputs and outputs in the three layers. 

2) The rule base: The inputs identified in the fuzzification 

step will be applied to a set of IF/then control rules in this 

step. The results of this step are combined to produce a set of 

fuzzy outputs. In our proposed model we have 2 inputs for 

each layer, and each input has 3 fuzzy sets, as showed in the 

Table I. Therefore, the number of control rules that we need 

will be based on the equation (3) below: 

Number of control rules =               (3) 

where n = the number of fuzzy sets and m = the number of 
inputs. 

By applying the above rule, number of control rules =    = 
9 rules (for each FCS). 

In this paper we used (And) as conjunction operator to form 
the rules as showed below: 

If (metric1 is membership function1) and (metric2 is 
membership function2) then (output is output membership 
function). 

TABLE I. SHOWS THE FUZZY SETS FOR INPUTS 

Layer  Input Parameters Fuzzy set 
Universe of 

Discourse  

Application 

Layer 

Price  
Cheap, medium, 

Expensive 
0 – 15 

Reputation  Low, Medium, High 0 – 100 

Network 

Layer 

Bandwidth  Low, Medium, High 0-100 

Reliability  Low, Medium, High 0-100 

Perception 

Layer 

Accuracy Low, Medium, High 0-100 

Response time  Fast, Medium, Slow  0-1 

TABLE II. SHOWS THE FUZZY SETS FOR OUTPUTS 

Output Parameters Fuzzy set Universe of Discourse  

App_QoS  Low, Medium, High 0 -10 

Nw_QoS  Low, Medium, High 0 -10 

Perc_QoS Low, Medium, High 0 -10 

3) The defuzzification: Since the outputs from the 

previous step still fuzzy and uncertain, a defuzzification 

process is needed. The function of the defuzzification is to 

convert back the linguistic variable obtained from the previous 

step into numerical value in order to make the fuzzy output 

suitable to use in real application [36]. we used the MOM 

fuzzification method in order to get the results. From this step 

we received three outputs which represent the QoS for IoT 

services in perception layer, network layer and application 

layer, these outputs are Perc_QoS, Nw_QoS and App_QoS 

respectively. 

B. Result of Stage One 

To test the new model, we used the random function in 
MATLAB to generate a data set of 50 services. By applying 
the model to this stage, the model successfully calculates the 
QoS for all 50 services in perception layer, network layer and 
application layer. The Table III shows random samples of 
results obtained in this stage. 

TABLE III. SHOWS SAMPLE OF RESULTS OF STAGE ONE 

Service_ID App_QoS Nw_QoS Perc_QoS 

1 5.00 5.10 5.10 

5 5.00 5.10 3.50 

8 8.50 8.50 4.20 

9 5.00 8.50 5.10 

10 1.10 5.10 0.10 

11 5.00 1.40 7.50 

12 5.00 8.50 5.10 

13 1.30 8.50 0.10 

16 1.10 1.40 7.60 

17 5.00 5.10 0.10 

21 1.40 1.10 3.20 

24 1.10 8.50 5.10 

31 5.00 1.50 3.90 

33 8.50 0.80 7.40 

35 5.00 5.10 7.90 

50 8.50 8.50 0.10 

C. Stage Two 

The FCS for this stage is based on the outputs of the FCSs 
of stage one. As we mentioned before, we received three 
outputs from the FCSs of stage one, which are: App_QoS, 
Nw_QoS and Perc_QoS. These outputs will be the inputs of 
the FCS for this stage. To develop the FCS, we follow the 
same steps as in the first stage. 

1) Fuzzification: In this step we identified the fuzzy set of 

the inputs parameters as shows in Table IV. 

The result of this stage is one output which represents the 
QoS. And as the purpose of this research is to assess the 
Quality of IoT service and put it into three categories (high 
quality, medium quality and low quality), we identified the 
fuzzy set of the output based on these categories, Table V. 
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TABLE IV. SHOWS THE MEMBERSHIP FUNCTION FOR INPUTS 

Inputs Parameters Fuzzy set Universe of Discourse  

App_QoS Low, Medium, High 0 –100 

Nw_QoS  Low, Medium, High 0 –100 

Perc_QoS  Low, Medium, High 0-100 

TABLE V. SHOWS THE MEMBERSHIP FUNCTION FOR OUTPUTS OF FCS 

FOR STAGE TWO 

Outputs Parameters Fuzzy set Universe of Discourse  

QoS Low, Medium, High 0 –10 

We used triangular and trapezoid shapes to represent the 
fuzzy set for all inputs and output in FCS Fig. 7(a-b-c-d). 

 
Fig. 7. Shows the Representation Fuzzy Set for Inputs and Output. 

2) The rule base: As we have 3 inputs and 3 fuzzy set for 

each input, and referred to the equation (3), the number of the 

rules will be =    = 27 rules. 

3)  The defuzzification: We received from the previous 

step the output which represents the QoS. To convert the 

fuzzy output to crisp form, we used MOM defuzzification 

method. 

D. Result of Stage Two 

The result obtained from stage one has become the dataset 
for stage two. By applying the dataset in this stage, the model 
successfully calculates the QoS for all 50 services which are 
based on the three layers. Table VI shows the final result we 
obtained and which represents QoS of some of the targeted 
services. 

TABLE VI. SHOWS QOS OF SOME OF SERVICES 

Service_ID App_QoS Nw_QoS Perc_QoS QoS 

1 5.00 5.10 5.10 5.00 

5 5.00 5.10 3.50 5.00 

8 8.50 8.50 4.20 8.50 

9 5.00 8.50 5.10 8.50 

10 1.10 5.10 0.10 1.50 

11 5.00 1.40 7.50 5.00 

12 5.00 8.50 5.10 8.50 

13 1.30 8.50 0.10 1.50 

16 1.10 1.40 7.60 1.50 

17 5.00 5.10 0.10 5.00 

21 1.40 1.10 3.20 1.50 

24 1.10 8.50 5.10 5.00 

31 5.00 1.50 3.90 5.00 

33 8.50 0.80 7.40 8.50 

35 5.00 5.10 7.90 8.50 

50 8.50 8.50 0.10 8.50 

VI. DISCUSSION 

Through two stages our model calculated the QoS for 50 
services. In the first stage the model calculated the QoS for all 
services in perception layer, network layer and application 
layer. Then in the next stage the model used the results of the 
first stage to calculate the QoS for all targeted services. Unlike 
other approaches which calculate QoS by focusing on some 
layers and ignore the other layers, or calculate the QoS in all 
layers but deal with each layer separately, our model evaluated 
the QoS in three layers and combined the results of all layers in 
order to get the final result which represents the QoS for all 
targeted services. 

Based on the final result obtained and reference to the 
range of fuzzy set of QoS parameters that we identified earlier 
in the FLC Fig. 7(d), we have successfully classified the all 
services into three categories: high quality services, medium 
quality services and low quality services. Based on this 
classification: the number of high quality services is 16, the 
number of the medium quality services is 25 and the number of 
the low quality services is 9. 

Our findings show that our model was able to calculate the 
QoS for all services in the dataset. As a result, the model will 
be of great assistance to service providers by providing them 
with convenient tools that allow them to accurately assess QoS 
before delivering it to end users. In addition, the model enables 
end users to request services using linguistic terms rather than 
numerical values. When compared to existing models such as 
AHP-TOPSIS, our developed model is more flexible while 
AHP-TOPSIS is very restricted because the end user is 
required to use numerical values to identify the weight of each 
metric. To explain this point, for example suppose that we have 
a user need an IoT services with a medium quality. In AHP-
TOPSIS the user must use numeric value as the model does not 
support fuzziness. The user has to say (―I need a service with 

 a b

c d
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quality = 55‖), but if there is no service with exact number in 
registry, the system will replies ―null‖, maybe in registry there 
are services with medium quality = 56 or 54, But because the 
AHP- TOPSIS model is very restricted, the other services will 
not be recommended to the end user. In our model we have 
solved this problem by using fuzzy logic technique. Instead of 
use numbers, end user just has to say (―I need a service with a 
medium quality‖), immediately the model will recommend 25 
services that match the user requirement. 

To validate the model, we compare its execution time with 
AHP-TOPSIS. AHP-TOPSIS took 0.0386 second to rank 50 
services, whereas our model took 0.2274 second to assess QoS 
for 50 services. This slight increase in execution time in our 
developed model is due to the model calculating QoS across all 
layers and then aggregating the results to obtain the final 
results. 

VII. CONCLUSION 

Delivering a service that meets certain standards of quality 
demanded by end users in the realm of IoT has clearly piqued 
the interest of many academics. As a result, it is essential to 
first build a model that allows IoT service providers to measure 
QoS before making them available to users. We solved this 
issue in this research by building a novel model that allows us 
to calculate QoS for all targeted services. The main 
contribution of this model lies in the evaluation of QoS in IoT 
platforms at the level of three layers. Moreover, the model used 
the fuzzy logic system in order to support the uncertainty 
thinking of humans. Over all, the model provides IoT services 
providers with a convenient tool which allows them to evaluate 
QoS for all available services. In future work, firstly we will 
try to improve the performance of the model, then we will use 
the results obtained from this model to develop a selection 
model that would allow IoT service consumers to select the 
kind of services meeting the levels of Quality they anticipate 
and look for. 
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