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Abstract—Sophisticated cyberattacks are an increasing con-
cern for individuals, businesses, and governments alike. Detecting
malware remains a significant challenge, particularly due to
the limitations of traditional methods in identifying new or
unexpected threats. Machine Learning (ML) has emerged as
a powerful solution, capable of analyzing large datasets, rec-
ognizing complex patterns, and adapting to rapidly changing
attack strategies. This paper reviews the latest advancements in
machine learning for malware analysis, shedding light on both
its strengths and the challenges it faces. Additionally, it explores
the current limitations of these approaches and outlines future
research directions. Key recommendations include improving
data preprocessing techniques to reduce information loss, utilizing
distributed computing for greater efficiency, and maintaining
balanced, up-to-date datasets to enhance model reliability. These
strategies aim to improve the scalability, accuracy, and resilience
of ML-driven malware detection systems.
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I. INTRODUCTION

Malware evolves and adapts continuously as computer
systems and internet connections continue to expand [1]. The
interconnected nature of devices allows malware to spread
rapidly, resulting in significant cybersecurity risks. In a sense,
malware is similar to a digital virus; it is a sneaky program
designed to harm your computer or network [2]. This term
encompasses a variety of harmful programs, including viruses,
worms, trojans, ransomware, adware, and others [3].

As cyberattacks become more sophisticated, there is an
increasing need for advanced malware detection and analysis
techniques. However, traditional methods face limitations in
performance accuracy and often fail to detect unexpected mal-
ware variants. In malware analysis, techniques from a variety
of fields are used, including program analysis and network
analysis [4]. By examining malicious samples, analysts aim to
gain a comprehensive understanding of malware behavior and
how it evolves over time.

Researchers have developed various methods for malware
detection, which can be broadly divided into two groups:
signature-based techniques and machine learning (ML)-based
techniques. Signature-based methods rely on recognizing pre-
defined patterns from known malware, while ML-based ap-
proaches use algorithms to analyze both benign and malicious
samples [5]. This allows ML models to detect both familiar
threats and new unpredictable ones. The adaptability of ML-
based techniques makes them more suitable for malware
detection.

The application of machine learning in malware detection
offers promising solutions by adapting to new and evolving
threats. However, while machine learning offers significant
potential, existing research often examines individual tech-
niques in isolation, without providing a cohesive view of their
combined strengths and weaknesses. Furthermore, practical
challenges such as mitigating adversarial attacks, managing
computational efficiency, and addressing dataset imbalances
in real-world applications remain underexplored. These gaps
highlight the need for a more integrated and comprehensive
approach to fully realize the potential of machine learning
in malware detection. ML-based methods enable systems to
learn and improve from experience without requiring explicit
programming for each task. Unlike signature-based techniques,
which depend on predefined malware signatures, ML-based
methods are more effective in identifying emerging threats.
The effectiveness of these models depends heavily on the
quality of features and training data, making them adaptable
to the constantly changing nature of malware.

This paper aims to present a comprehensive overview
of current trends in machine learning for malware analy-
sis, including descriptions, challenges, and future directions.
Specifically, the research aims to answer these questions:

1) What are the key trends in machine learning-based
malware analysis techniques?

2) What are the challenges and issues associated with
each of these trends?

3) What future research directions in this field require
further exploration?

The paper is organized as follows. Section II provides an
overview of machine learning in malware analysis. In Section
III, we present the methodology used in our research. Section
IV describes different trends in malware analysis using ML,
followed by challenges associated with each trend in Section
V. Finally, suggestions for future directions, countermeasures,
and conclusions are discussed in Sections VI and VII.

II. ROLE OF MACHINE LEARNING IN MALWARE
ANALYSIS

Machine learning has become a vital component in mal-
ware detection and analysis, offering solutions to the chal-
lenges posed by traditional methods. Its ability to identify
unique patterns, adapt to emerging threats, and process vast
amounts of data has positioned it as a cornerstone technology
in the fight against cybercrime.

One of the key strengths of machine learning is its scala-
bility. Unlike traditional malware analysis techniques, which
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depend on manual processes that are both time-consuming
and error-prone, machine learning algorithms can evaluate
millions of files in just seconds [6]. This ability to quickly and
efficiently identify potential threats is crucial in a landscape
where the volume and complexity of malware are growing
exponentially .

Another significant advantage of machine learning is its
adaptability. As cybercriminals continuously develop sophisti-
cated malware and zero-day attacks exploiting vulnerabilities
that have not yet been identified machine learning models are
uniquely equipped to detect hidden anomalies and respond
to novel attack patterns [7]. Models that focus on analyzing
dynamic behaviors are particularly effective at staying ahead
of these evolving threats, making machine learning an indis-
pensable tool in cybersecurity.

Pattern recognition is another area where machine learning
excels. By analyzing the code, behavior, and attributes of mal-
ware, these models can uncover intricate patterns that would
likely go unnoticed by human analysts. This capability is
especially important for identifying zero-day malware, which
exploits previously unknown vulnerabilities [8]. Moreover,
the automation provided by machine learning frees security
analysts to focus on higher-level tasks, such as strategic
threat intelligence, thereby improving an organization’s overall
response to cyberattacks.

To explore how machine learning strengthens malware
detection, the next section delves into the primary approaches
to malware analysis, including static, dynamic, and hybrid
techniques.

A. Overview of Malware Analysis Approaches

Understanding how malware operates, what it targets, and
the potential damage it can cause is critical for developing
effective defenses. Malware analysis helps achieve this by
examining the behavior, structure, and impact of malicious
programs. Over the years, several methods have been created to
analyze and detect malware, each tailored to address evolving
threats. This section discusses the primary approaches: static,
dynamic, and hybrid analysis.

• Static Analysis: Static analysis involves inspecting
the structure of a program without running it. This
approach identifies key attributes of executable files,
such as memory usage and file sections, to understand
the malware’s properties. It is often divided into
basic and advanced techniques. Basic static analysis
focuses on simple characteristics like file size, type,
and header information, using tools such as PEiD,
BinText, MD5deep, and PEview [9]. Advanced static
analysis takes a deeper dive into the code itself,
analyzing commands and instructions in detail to
uncover malware’s hidden functionality [10]. Machine
learning often utilizes features extracted during static
analysis, including opcode sequences, file headers, and
structural patterns, to build models capable of identify-
ing malware patterns. These features allow models to
distinguish between malicious and legitimate software.

• Dynamic Analysis: Dynamic analysis examines the
behavior of malware as it executes, often in a con-
trolled environment such as a sandbox or virtual

machine. This method provides insights into how
malware operates in real-world scenarios while keep-
ing the host machine protected from infection. Tools
like Process Monitor, API Monitor, Process Explorer,
Regshot, and Wireshark are commonly used to ob-
serve basic malware behaviors [11]. Advanced dy-
namic analysis goes further by using debugging tools
like OllyDbg and WinDbg, allowing analysts to step
through code execution, modify parameters, and ex-
amine detailed system interactions. Once the analysis
is complete, the environment is reset to its original
state to ensure safety [12]. Behavioral data collected
during dynamic analysis, such as API calls, system
interactions, and network traffic patterns, plays a cru-
cial role in training machine learning models. These
insights help create algorithms that detect both known
and previously unseen malware.

• Hybrid Analysis: Hybrid analysis combines static and
dynamic techniques to provide a more comprehensive
understanding of malware. It begins by analyzing
the code and structure without executing it and then
proceeds to observe its behavior in a controlled envi-
ronment. This dual approach overcomes many limita-
tions of using static or dynamic methods alone [13].
Features generated from both static and dynamic anal-
ysis, such as opcode sequences, behavioral patterns,
and system interaction logs, are integrated into ma-
chine learning models. This combination enhances the
adaptability and accuracy of malware detection frame-
works, making them more effective against evolving
threats.

Each of these methods has its strengths and weaknesses, as
shown in Table I, and their integration with machine learning
offers promising advancements in malware detection [14].

TABLE I. COMPARISON OF MALWARE ANALYSIS APPROACHES

Approaches Advantages Disadvantages
Static Analysis

• Quick analysis
• Low resource usage
• Multi-path analysis
• Enhanced security
• High accuracy

• Difficulty analyzing
obfuscated and en-
crypted malware

• Limited ability to de-
tect unknown mal-
ware

Dynamic Analysis
• Analysis of obfus-

cated and encrypted
malware

• Superior accuracy
compared to static
analysis

• Detection of known
and unknown mal-
ware

• Slow and insecure
• High resource usage
• Time-consuming and

vulnerable
• Limited code analy-

sis

Hybrid Analysis
• Result in more accu-

rate result
• Requires significant

time and resources
• High level of com-

plexity

Static, dynamic, and hybrid analysis approaches provide
valuable features that significantly enhance machine learning
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models used in malware detection. By integrating these meth-
ods into machine learning workflows, we can improve detec-
tion accuracy and tackle the challenges posed by increasingly
sophisticated and evolving malware threats.

III. RESEARCH STRATEGY

This paper uses a systematic literature review (SLR) to
explore the role of machine learning in malware detection.
The goal is to gather a comprehensive set of relevant studies.
The PRISMA 2020 framework (see Fig. 1) was followed to
ensure a transparent and systematic approach to selecting and
evaluating research articles.

The review focused on journal articles and conference
papers published in the past four years. Databases such
as IEEE Xplore, ScienceDirect, SpringerLink, and Google
Scholar were searched using keywords like “machine learning”
AND “malware analysis,” “AI-based malware detection,” and
“deep learning” AND “malware classification”. The initial
search retrieved 550 records, 500 from primary databases and
50 from secondary sources. After removing 100 duplicates,
450 unique papers remained.

Next, the studies were screened by reviewing their titles
and abstracts. This step eliminated 350 papers that were not
relevant, lacked full-text availability, were limited to abstracts,
or were in languages other than English. The remaining 100
papers were reviewed in full, resulting in the exclusion of 70
papers due to insufficient relevance or methodological quality.
Finally, 30 studies were selected based on their alignment with
the research scope and their focus on recent challenges or
innovative approaches in ML-based malware detection. The
selection process is illustrated in Fig. 1.

Fig. 1. Selection of papers for review using PRISMA model.

IV. TRENDS IN MALWARE ANALYSIS USING MACHINE
LEARNING

Machine learning has revolutionized malware detection
by improving both accuracy and efficiency. Researchers have
concentrated on three key approaches: deep learning, transfer
learning, and explainable AI (XAI). Each of these techniques
brings its own advantages and challenges, working together
to tackle the complex demands of malware detection by
striking a balance between precision, resource efficiency, and
transparency. This section explores these methods, highlighting
their applications and contributions to advancing malware
detection.

A. Deep Learning-Based Malware Analysis

Deep learning is a sophisticated branch of machine learning
that uses deep artificial neural networks to find hidden patterns
and intricate correlations in data. These networks are made up
of linked layers of cells that hierarchically learn representations
directly from raw input data, simplifying the process and
eliminating the need for manual feature engineering [15]. This
automatic feature extraction allows deep learning models to
efficiently manage large volumes of data, making them vital
in fields such as image processing, healthcare and cybersecu-
rity. Deep learning creates several levels of abstraction using
supervised and unsupervised algorithms, facilitating complex
analysis and decision-making. This has led to its broad accep-
tance in a variety of sectors [16].

Rhode et al. [17] investigated Recurrent Neural Networks
(RNNs), especially Long Short-Term Memory (LSTM) net-
works, for early-stage malware prediction. The authors ex-
tracted static features from Portable Executable (PE) files, a
common format used by Windows applications, and utilized
the LSTM network to simulate the sequential nature of file
execution, as a result of which the model was able to capture
both short-term and long-term dependencies. By focusing on
early-stage behaviors, their model predicted whether a file
was malicious before it fully executed, preventing malware
before it spreads. Study results demonstrated that LSTM
networks are capable of learning temporal patterns, crucial
for understanding malware behavior over time. In contrast to
traditional machine learning models that rely on static analysis,
Rhode et al.’s approach reduced the vulnerability window
by detecting malicious intent earlier with LSTMs. In their
study, they found that the RNN-based model outperformed
traditional techniques such as decision trees and SVMs, which
require more data to identify malware. Elayan and Mustafa
[18], developed a deep learning-based approach for detecting
Android malware. Using gated recurrent units (GRUs), they
analyzed static features from Android apps, including API
calls and permissions. Their model achieved a high accuracy
of 98.2% on the CICAndMal2017 dataset, which supports the
effectiveness of deep learning in identifying malicious Android
apps.

Catak et al. [19], developed a sequential model using deep
learning for analyzing Windows EXE files. Researchers gath-
ered and analyzed a dataset of non-malicious and malicious
EXE files and extracted API call sequences. They employed
a Long Short-Term Memory (LSTM) network to model the
sequential nature of these API calls, which enabled the model
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to detect temporal dependencies and patterns indicative of
malicious behavior. Based on the dataset, the LSTM model
was trained to distinguish malicious from benign EXE files
with an impressive accuracy of 98.2%. As a result, deep
learning has been demonstrated to be effective in detecting and
classifying malware in Windows environments. McDole et al.
[20] investigate the application of deep learning techniques
for behavioral malware analysis in cloud Infrastructure-as-
a-Service (IaaS) environments. The study shows how deep
learning models are effective at analyzing malware behavior,
making them more effective at detecting sophisticated attacks
on cloud-based infrastructures. Similarly, Ravi et al. [21] devel-
oped a multi-view attention-based deep learning framework for
malware detection in smart healthcare systems. By accurately
identifying malicious activities and taking into account the
unique operational dynamics of healthcare networks, their
work demonstrates that deep learning plays a critical role in
ensuring security within healthcare settings.

Calik Bayazit et al. [22] conducted a comprehensive com-
parative analysis of deep learning models for Android malware
detection. They used the Drebin dataset, a publicly accessible
collection of benign and malicious Android apps, to evaluate
the performance of various models, including Convolutional
Neural Networks (CNNs) and Recurrent Neural Networks
(RNNs). They trained and evaluated the models effectively
by extracting static features such as permissions, API calls,
and opcode sequences from the apps. In this study, the results
demonstrated that hybrid architectures, combining CNNs and
RNNs, outperformed individual models, providing evidence
that deep learning can enhance Android security.

Ibrahim et al. [23] proposed a malware detection method
for Android applications that combines static analysis and
deep learning. They extracted key features, including two
newly defined features, from the applications. These features
were then used as input for a custom-developed deep learning
model. The method was evaluated using a classified dataset
of Android apps. The extracted features included permissions,
API calls, services, broadcast receivers, opcode sequences,
application size, and fuzzy hash.

Patil and Deng [24] demonstrated the superior performance
of deep learning (DL) networks over traditional machine
learning models in malware analysis. They developed a neu-
ral network-based framework that achieved high accuracy in
classifying malware. The researchers attributed the improved
performance to the backpropagation and gradient descent
mechanisms employed in DL, which enhance accuracy, true
positive rate, and reduce false positive rate.

Rodrigo et al. [25] developed a hybrid machine learning
model for Android malware detection. The model consisted of
three fully connected neural networks: one for static features,
one for dynamic features, and one for a combination of
both. When trained on individual features, the static network
achieved 92.9% accuracy and the dynamic network achieved
81.1% accuracy. However, the hybrid model, combining both
static and dynamic features, outperformed the individual mod-
els with an accuracy of 91.1%. This suggests that a hybrid
approach, considering both static and dynamic characteristics,
is more effective for detecting Android malware.

Obaidat et al. [26] proposed the Jadeite framework to detect

Java-based malware by combining image analysis and behavior
analysis with deep learning. The framework uses Java bytecode
to create grayscale images that represent malware and identify
malicious behavior in real time. Jadeite is composed of three
primary components. The first component is the Bytecode
Transformation Engine, which converts Java bytecode into
grayscale images so malware can be visualized. The second
is the Feature Extraction Engine that extracts critical features
from bytecode. In addition to the two grayscale images and
extracted features, the CNN Classifier Engine analyzes the
entire file to determine whether it is malicious or benign using
a Convolutional Neural Network (CNN) model.

Although these techniques have offered optimal results in
modeling intricate patterns of different malware, these algo-
rithms heavily depend on high-quality datasets and are fairly
susceptible to adversarial inputs, as will be explained below.
Moreover, based on the papers examined, CNNs emerge as the
most often used deep learning technology for malware detec-
tion, recognized for their capacity to quickly extract features
from binary or grayscale representations. As a result of this
capability, CNNs are particularly effective at analyzing image-
based malware. Additionally, in order to detect dangerous
patterns in code or behavior, recurrent neural networks and
LSTMs are frequently used for sequential data analysis. Other
approaches, such as deep neural networks, help advance the
area of malware detection by identifying intricate linkages in
data. While deep learning has revolutionized malware detec-
tion, its practical deployment still faces significant challenges,
as detailed in the next section.

Although deep learning excels at identifying complex pat-
terns, its application often demands large datasets and signifi-
cant computational resources, which can limit its practicality.
To address these constraints, transfer learning has emerged as a
promising alternative by reusing pre-trained models to enhance
efficiency.

B. Transfer Learning-Based Malware Analysis

Transfer learning allows knowledge from one domain to
be applied in another, minimizing the need for large training
datasets and heavy computational demands. This method has
garnered considerable interest in malware analysis for its
ability to efficiently address challenges related to data scarcity
and resource constraints. Researchers have demonstrated its
potential in improving malware detection, particularly when
datasets are limited—a common challenge in real-time appli-
cations [27].

A number of advantages can be derived from the use
of transfer learning in malware analysis. First, it greatly
minimizes the quantity of training data necessary. Because
the model begins with pre-learned information fewer malware-
specific samples are required to attain high accuracy. Addi-
tionally, Transfer learning improves feature representation by
combining abstract and complicated patterns learnt during pre-
training. Moreover, the process is computationally efficient
which reduces the time and resources needed to train a model
from the beginning [28], [29].

Chen et al. [30] demonstrated the effectiveness of transfer
learning for static malware classification by adapting pre-
trained CNNs to malware-specific datasets. By treating mal-
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ware binaries as images, their approach significantly reduced
training time while maintaining high accuracy. Bhodia et al.
[31] employed VGG16, a deep learning model pre-trained
on ImageNet, for malware image classification. Fine-tuning
the model on malware-specific datasets improved detection
accuracy and showed particular promise in identifying zero-
day malware attacks.

Prima and Bouhorma [32] leveraged transfer learning to
adapt CNN models for malware detection, converting binary
malware files into grayscale images. Their results highlighted
the efficiency of transfer learning in resource-constrained envi-
ronments. Similarly, Ahmed et al. [33] proposed a framework
that combines transfer learning with convolutional neural net-
works to classify malware binaries. They used data augmen-
tation and fine-tuning techniques, which enhanced detection
accuracy while reducing computational demands.

Zhao et al. [34] extended the concept of transfer learning by
developing a multi-channel framework that visualizes malware
binaries as images. By fine-tuning pre-trained CNN models for
malware detection, their study emphasized the importance of
integrating diverse data channels to improve robustness. Panda
et al. [35] investigated transfer learning in IoT environments by
using pre-trained models to classify malware image representa-
tions. They introduced preprocessing techniques to standardize
input sizes but noted the challenge of information loss during
the conversion process.

Ngo et al. [36] introduced a hybrid approach that combines
transfer learning with static and dynamic feature analysis.
Their method minimized computational overhead while im-
proving malware detection accuracy, particularly for obfus-
cated malware. Tasyurek and Arslan [37] developed RT-Droid,
a real-time Android malware detection framework based on
transfer learning. By examining static features like API calls
and permissions, their framework achieved 98.6% accuracy,
demonstrating its effectiveness in real-time scenarios.

Transfer learning techniques such as grayscale image,
multi-channel frameworks, and the combination of static-
dynamic features have also improved malware detection. These
methods enable the models to fine-tune with ease for mal-
ware related tasks without the need for large amounts of
datasets or computational resources. However, preprocessing
requirements, input standardization challenges, and dataset
imbalances remain significant obstacles.

However, challenges such as information loss during pre-
processing, dataset imbalances, and the complexity of fine-
tuning pre-trained models must be addressed for transfer
learning to realize its full potential in malware detection.

C. Explainable AI-Based Malware Analysis

Explainable Machine Learning (XAI) is a strong ally to
improve the transparency and reliability of malware detection
systems. Additionally, XAI helps explain how complex ma-
chine learning algorithms make decisions based on identifying
key features and patterns [38]. A growing field of research has
focused on explainability, aimed at clarifying and simplifying
machine learning reasoning and decision-making processes.
Explainability methods clarify how ML models work, assisting
developers and users in understanding their behavior [39].

A variety of explainable AI methods including SHAP and
LIME, provide interpretable explanations for model outputs
which assist analysts in understanding how classifications are
made. This transparency improves decision-making helps re-
fine malware detection methods and supports the development
of stronger more reliable malware detection systems [40].
Moreover, XAI aids in identifying potential inaccuracies in
the models and data leading to fairer and more balanced
systems. With XAI, the factors that influence a model’s
decision are clarified resulting in fewer false positives and
negatives ultimately improving malware detection accuracy
and effectiveness.

Ladarola et al. [41] developed a deep learning model
for classifying malware families based on their visual rep-
resentations, achieving 93.4% accuracy. They used LIME to
explain model decisions and activation maps to assess model
reliability, identify biases, and improve robustness. Alani and
Awad [42] proposed PAIRED, an efficient Android malware
detection system using XML techniques. By extracting static
features from applications, PAIRED achieved an accuracy
rate of over 98% while consuming minimal resources. SHAP
values were utilized to explain the decision-making process,
enhancing the transparency and interpretability of their model.

Liu et al. [43] focused on the interpretability of machine
learning models for Android malware detection. They exam-
ined the internal workings of models, including decision trees,
to identify key features and patterns involved in malware
classification. Similarly, Kinkead et al. [44] utilized LIME
to enhance the interpretability of CNN-based predictions.
Their study validated the consistency between CNN’s feature
selection and LIME’s interpretability framework, showcasing
the utility of LIME in corroborating CNN-based malware
detection.

According to H. Manthena [45], many malware analysis
models lack transparency, making them difficult to trust.
This problem was addressed by integrating XML techniques,
such as KernelSHAP, TreeSHAP, and DeepSHAP, into online
malware detection. These techniques evaluated performance
metrics, improved interpretability, and improved the trustwor-
thiness of security systems. In another study, Manthena et al.
[46] developed a malware detection system using SHAP to
reveal the inner workings of CNNs and Feedforward Neural
Networks (FFNNs). The system provided insights into model
predictions, improving transparency and trust in the results.

Lu and Thing [47] proposed an Android malware detection
framework employing three model explanation methods: Mod-
ern Portfolio Theory (MPT), SHAP, and LIME. These methods
were compared based on their ability to provide explana-
tions, with MPT demonstrating utility in analyzing adversarial
samples. Additionally, Pan et al. [48] developed a hardware-
assisted malware detection framework using regression-based
explainable machine learning techniques to overcome predic-
tion inaccuracies and lack of transparency.

Sharma et al. [49] designed a traffic analysis-based mal-
ware detection system based on traffic analysis that utilizes
human-readable network traffic features. Decision tree-based
models were employed, enabling more interpretable malware
detection. Iadarola et al. [50] proposed an interpretable ap-
proach for detecting and categorizing Android malware fami-
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lies. By visually representing malware as images and feeding
them into an explainable deep learning model, their system
achieved both high performance and transparency.

Explainable machine learning techniques such as SHAP,
LIME, and XML are very effective in increasing the inter-
pretability and transparency of malware detection systems.
These methods contribute to enhancing the interpretability of
the factors behind the decisions and therefore enhancing the
reliability and accuracy of the results. However, challenges
such as scalability in real-time environments and computa-
tional overhead prevent broad adoption.

XAI plays a vital role in improving transparency and relia-
bility in malware detection, but it struggles with challenges like
real-time scalability, computational demands, and the trade-off
between performance and interpretability.

Table II provides a summary of the analyzed papers.

Fig. 2. Proportion of machine learning techniques used in malware detection
studies.

Fig. 2 shows the use of various machine learning tech-
niques in malware detection from the studies examined in
the paper. Techniques like transfer learning and explainable
XAI are prominently represented, indicating their increasing
significance in addressing challenges such as limited resources
and improving model interpretability. Deep learning meth-
ods, including CNNs and RNNs/LSTMs, also play a vital
role in identifying complex patterns and managing sequential
data, reflecting their foundational importance. Although hy-
brid models are less commonly employed, they showcase the
potential of combining multiple approaches to achieve higher
detection accuracy. This analysis underscores the diversity of
methodologies adopted in malware detection research and their
continuing progress.

While machine learning has great potential to enhance
malware detection, it also comes with notable challenges. Deep
learning demands significant computational resources, transfer
learning contends with issues like imbalanced datasets, and
explainable AI poses integration complexities. Tackling these
obstacles is crucial to advancing malware detection methods.
The next section delves into these challenges, highlighting

gaps in current approaches and exploring opportunities for
improvement.

V. LIMITATIONS OF CURRENT APPROACHES

Although machine learning techniques have made signif-
icant advances in malware detection, there are still many
limitations, affecting their practicality and scalability. Based
on the studies reviewed, this section discusses the limitations
of deep learning, transfer learning, and explainable AI.

A. Limitations of Deep Learning

Deep learning techniques have revolutionized malware
detection, yet they are not without challenges:

• Rhode et al. [17] emphasized that their LSTM-based
approach for early-stage malware detection heavily
relied on large, high-quality datasets, limiting its prac-
tical applicability in real-world environments. More-
over, LSTMs are computationally intensive, suscep-
tible to noise and adversarial attacks, and often face
challenges in generalizing to previously unseen mal-
ware families. The complexity of interpreting LSTM
models further complicates their adoption, as it under-
mines trust and impedes effective debugging

• Elayan and Mustafa [18] observed that their GRU-
based model for Android malware detection, de-
spite its high accuracy, posed challenges in resource-
limited environments such as mobile devices or IoT
systems. The model’s computational demands re-
sulted in higher energy consumption, longer process-
ing times, and reduced battery efficiency on mobile
devices. Addressing this issue may involve devel-
oping lightweight architectures or employing model
compression techniques to enhance its suitability for
resource-constrained settings.

• Catak et al. [19] highlighted the effectiveness of
LSTMs in analyzing sequential data but noted their
vulnerability to adversarial attacks. Subtle, malicious
perturbations in input data can easily deceive LSTMs,
resulting in misclassification. This weakness poses a
significant security threat in practical applications, as
attackers can exploit it to bypass detection mecha-
nisms.

• McDole et al. [20] observed that while deep learning
models provide scalability and flexibility in cloud en-
vironments, they come with high computational costs.
This results in increased latency, elevated operational
expenses, and lower energy efficiency, rendering them
unsuitable for real-time applications with strict latency
demands, such as autonomous vehicles or industrial
control systems.

• Ravi et al. [21] identified that their multi-view at-
tention framework, while effective, heavily relies on
specialized hardware such as GPUs or TPUs for ef-
ficient training and inference. This dependence limits
its usability in resource-constrained settings, including
IoT and edge devices, where computational resources
and memory are restricted. Additionally, the need
for specialized hardware can elevate both deployment
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TABLE II. RELATED WORK ANALYSIS

Ref. Addressed Problems Machine learning techniques used

[17] Early detection of malware to predict malicious behavior in
its initial stages

RNNs, LSTM

[18] Detection of Android malware using deep learning methods
for increased accuracy

CNNs

[19] Sequential analysis of malware behavior through API call
patterns in Windows executable

RNNs, LSTMs

[20] Behavioral analysis of malware in cloud IaaS environments CNNs, RNNs

[21] Malware detection in smart healthcare systems using a multi-
view attention-based approach

Attention-based DL Framework, Multi-view mod-
els

[22] Comparative evaluation of deep learning techniques for
detecting Android malware

CNNs, RNNs, DL models

[23] Automatic detection of Android malware using static anal-
ysis techniques combined with deep learning

Static Analysis with Deep Neural Networks
(DNNs)

[24] Analysis of malware using a combination of traditional
machine learning and deep learning methods

Machine Learning (Random Forest, SVM), CNNs

[25] Development of a hybrid model for detecting malware on
Android devices by combining multiple techniques

Hybrid Model combining Decision Trees and Neu-
ral Networks

[26] Detection of Java-based malware using a combination of
image-based and behavior-based features

CNN

[30] Static malware classification by leveraging pre-trained mod-
els to improve accuracy

Transfer Learning with Deep Neural Networks

[31] Malware classification using image-based representations of
malware and transfer learning

Transfer Learning with CNNs

[32] Malware classification leveraging pre-trained models for
enhanced detection

Transfer Learning

[33] Malware classification by leveraging the Inception V3 archi-
tecture and transfer learning

Transfer Learning with Inception V3

[34] Visual malware classification using a multi-channel ap-
proach combined with transfer learning

Transfer Learning with CNNs

[35] Malware detection in IoT environments through image-based
transfer learning techniques

Transfer Learning

[36] Efficient malware detection using combined static and dy-
namic features enhanced by transfer learning

Transfer Learning

[37] Real-time Android application analysis utilizing transfer
learning for malware detection

Transfer Learning with CNN Models

[41] Understanding deep learning predictions in image-based
malware detection using activation maps

Deep Learning with Activation Maps

[42] Lightweight and explainable approaches for Android mal-
ware detection

Lightweight Explainable AI for Android Malware
Detection

[43] Enhancing understanding of Android malware detection
models performance through explainable AI approaches

Explainable AI applied to Android Malware De-
tection

[44] Improving interpretability of CNNs in Android malware
detection

CNNs, Explainability

[45] Development of explainable machine learning frameworks
for malware analysis

Explainable Machine Learning

[46] Providing insights into black-box models used for online
malware detection, improving transparency and trust

Explainable Machine Learning

[47] Providing explanations for predictions of AI-based malware
detectors, especially for malicious Android apps

Explainable AI for Malware Detection

[48] Utilizing hardware-assisted techniques to detect malware
with explainable machine learning models

Explainable Machine Learning

[49] Developing an extensible and explainable system for ana-
lyzing network traffic and detecting malware

TTP-based Explainable Systems, Machine Learn-
ing

[50] Enhancing interpretability in deep learning models for de-
tecting and categorizing mobile malware families

Deep Learning, Interpretability
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costs and energy consumption, posing challenges for
broader adoption.

• Calik Bayazit et al. [22] highlighted the effectiveness
of hybrid architectures that leverage the advantages of
various deep learning models. However, these archi-
tectures tend to be highly complex, presenting chal-
lenges in terms of training, optimization, and efficient
deployment. Additionally, identifying the ideal com-
bination of models and hyperparameters for a given
task can be both time-intensive and computationally
demanding.

• Ibrahim et al. [23] observed that integrating static
analysis with deep learning improved malware detec-
tion accuracy. Despite its benefits, this approach often
demands considerable domain expertise to effectively
derive and refine features from static analysis outputs.
Additionally, the integration of static analysis tools
with deep learning models presents challenges in
complexity and resource requirements, necessitating
significant computational power and specialized in-
frastructure.

• Patil and Deng [24] highlighted that, although deep
learning models outperform traditional approaches,
their high training costs and demanding hardware
requirements pose significant challenges. These scal-
ability limitations restrict their usability in resource-
constrained settings and complicate their application
in scenarios requiring frequent retraining, such as
adapting to emerging threats.

• Rodrigo et al. [25] observed that while their hybrid
model, which integrates static and dynamic features,
enhanced malware detection accuracy, it also intro-
duced increased inference time. This limitation makes
the approach less practical for real-time applications
with strict latency demands, such as intrusion detec-
tion systems and real-time threat monitoring.

• Obaidat et al. [26] emphasized the effectiveness of
their CNN-based method for detecting Java-based
malware through visual bytecode representations.
However, the conversion of bytecode into visual for-
mats may result in information loss, which can hinder
the model’s ability to accurately identify subtle behav-
ioral patterns and nuances of malware.

B. Limitations of Transfer Learning

Transfer learning has shown to be effective in reducing
training time and resource consumption, but it faces the
following challenges:

• Chen et al. [30] noted that converting malware binaries
into image representations for the use of convolutional
neural networks can result in substantial information
loss. This reduction in critical data may compromise
the model’s accuracy and its capacity to effectively
analyze complex malware behaviors and traits.

• Bhodia et al. [31] highlighted that, although trans-
fer learning demonstrated high accuracy in malware
detection, its effectiveness is significantly affected by

class imbalance in the training dataset. When certain
malware classes are underrepresented, the resulting
models may become biased, leading to reduced gen-
eralization capabilities for unseen samples belonging
to these underrepresented categories.

• Prima and Bouhorma [32] noted that although transfer
learning provides an effective initial framework, it
often necessitates substantial fine-tuning on specific
malware datasets. This process can be both compu-
tationally intensive and time-consuming, demanding
considerable resources and potentially delaying the
quick deployment and adaptation needed to address
emerging threats.

• Zhao et al. [34] highlighted the effectiveness of
multi-channel frameworks in combining diverse data
sources. However, merging information from channels
like static analysis, dynamic analysis, and network
traffic introduces considerable computational overhead
and complexity. Effectively processing and integrat-
ing these varied data streams necessitates meticulous
optimization of both the model architecture and the
training methodology.

• Panda et al. [35] emphasized the difficulties of pre-
processing and standardizing input formats for IoT
malware detection. The variation among IoT devices
and the diversity of malware samples introduce signifi-
cant challenges in creating consistent input structures,
which can complicate data preprocessing workflows
and potentially affect the overall performance of the
models.

• Ngo et al. [36] demonstrated that integrating static and
dynamic features within transfer learning models en-
hances accuracy. However, this methodology presents
notable challenges, including increased training com-
plexity, extended training durations, and difficulties in
fine-tuning hyperparameters. Furthermore, the com-
bined use of static and dynamic analysis may lead
to longer inference times, potentially hindering the
system’s efficiency in real-time scenarios.

• Tasyurek and Arslan [37] highlighted that their RT-
Droid system demonstrated effectiveness in real-time
Android malware detection. However, maintaining its
efficacy in the face of rapidly evolving malware re-
quires frequent updates to its models and feature sets.
This ongoing need for retraining and redeployment
poses significant challenges, including increased re-
source demands and operational complexity.

C. Limitations of Explainable AI

Explainable AI techniques have enhanced the interpretabil-
ity of malware detection models, but there are still several
limitations:

• Ladarola et al. [41] demonstrated that LIME effec-
tively enhances interpretability by offering localized
explanations of model predictions. However, its sub-
stantial computational demands render it impractical
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for real-time applications with strict latency con-
straints, such as online malware detection or intrusion
detection systems.

• Alani and Awad [42] highlighted the utility of SHAP
values in offering valuable insights into the elements
shaping model predictions, thereby improving trans-
parency. However, incorporating SHAP value com-
putations into resource-limited environments, such as
mobile or edge devices, poses challenges due to the
substantial computational resources required for their
calculation.

• Liu et al. [43] observed that decision trees, despite
their inherent interpretability, encounter scalability
challenges when dealing with large-scale malware
datasets. The expansion in the number of features
and data samples can significantly increase the tree’s
complexity, resulting in prolonged training durations,
higher memory usage, and reduced overall efficiency.

• Kinkead et al. [44] demonstrated the effectiveness of
LIME in explaining CNN-based malware detection
model predictions. However, they identified scalability
as a significant limitation, particularly when handling
large and complex malware datasets. This constraint
poses challenges for its practical application in real-
world scenarios requiring swift analysis and explana-
tion of extensive malware samples.

• Lu and Thing [47] investigated various explainability
techniques, including MPT. However, they identified
that MPT has shortcomings in effectively handling ad-
versarial attacks. Such adversarial examples, designed
to exploit vulnerabilities in the model, can undermine
the reliability of explainability methods, resulting in
distorted or inaccurate interpretations.

• Pan et al. [48] introduced a hardware-assisted frame-
work aimed at enhancing the transparency and inter-
pretability of deep learning models for malware detec-
tion. Despite its advantages, the reliance on specialized
hardware restricts its use in general-purpose systems.
Additionally, this dependency may elevate deployment
costs, presenting a barrier to broader implementation.

• Manthena et al. [46] highlighted that SHAP enhances
the interpretability of deep learning models by gen-
erating feature importance scores. However, calculat-
ing SHAP values introduces substantial computational
overhead, which can adversely affect real-time system
performance. This limitation poses a bottleneck in
high-throughput malware analysis workflows, hinder-
ing their efficiency in time-sensitive applications.

• Sharma et al. [49] emphasized the effectiveness of
decision-tree-based models in traffic analysis and mal-
ware detection. However, these models are highly
susceptible to obfuscation techniques, which are em-
ployed by malware developers to modify the code’s
structure while retaining its functionality. Such obfus-
cation methods can compromise the model’s ability to
accurately detect and classify malware, posing a sig-
nificant challenge in maintaining detection reliability.

The analyzed papers demonstrate that considerable progress
has been made in employing machine learning approaches to
detect malware; still, various limitations make it difficult to
implement the obtained outcomes.

1) Deep Learning:
• Datasets must be large and high quality to be

effective in environments with limited data.
• Vulnerable to adversarial attacks that manip-

ulate model predictions.
• The computational requirements make it dif-

ficult to deploy in resource-constrained sys-
tems.

2) Transfer Learning:
• In preprocessing steps, such as converting

malware binaries into images, losing informa-
tion can be increased.

• Dataset imbalances affect model generaliz-
ability.

• Fine-tuning pre-trained models is computa-
tionally expensive and time-intensive.

3) Explainable AI (XAI):
• High computational overhead deter scalability

for real time applications.
• Finding a balance between transparency and

efficiency is still difficult.
• Compatibility with existing security systems

is a high level of integration and thus calls
for domain-specific solutions.

While these challenges present significant hurdles, they
also highlight critical areas that require further exploration
and innovation. Overcoming these barriers is vital to realize
the full potential of machine learning in malware detection.
With advancements in techniques such as preprocessing opti-
mization, improved dataset balancing, enhanced computational
efficiency, and seamless system integration, limitations can be
addressed effectively. The next section delves into specific
strategies and emerging possibilities that aim to enhance the
scalability, reliability, and transparency of machine learning-
based malware detection systems.

VI. FUTURE DIRECTIONS AND COUNTERMEASURES

Detecting and analyzing malware has made significant
progress; however, a number of challenges still exist. This
section presents potential future research directions and ac-
tionable countermeasures for improving machine learning-
based malware detection systems’ scalability, robustness, and
transparency.

A. Future Directions

1) Deep Learning:

• Federated Learning for Privacy: Federated learning en-
ables collaborative model training while ensuring data
privacy by retaining data on individual devices, thus
reducing the risk of sensitive information exposure.
However, privacy concerns persist, prompting ongoing
research into methods such as differential privacy to
enhance protection and address these challenges [51].
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• Hybrid Architectures: Combining CNNs and RNNs al-
lows for combining their complementary capabilities,
with CNNs excelling at identifying spatial patterns and
RNNs adept at analyzing sequential data [67]. This
integration enables the model to effectively capture
both spatial and temporal relationships within malware
datasets, offering enhanced accuracy and robustness in
malware detection.

• Optimized Lightweight Models: Design models tai-
lored for resource-constrained environments such as
IoT devices or edge platforms by employing tech-
niques like model pruning, quantization, and knowl-
edge distillation. These methods significantly reduce
model size and computational demands while main-
taining acceptable levels of accuracy. Sze et al. [68]
highlighted the value of optimizing deep neural net-
works for embedded systems, showcasing how such
strategies can enhance energy efficiency and make
models more suitable for real-time malware detection
in low-power, latency-sensitive scenarios.

2) Transfer Learning:

• Improved Preprocessing Techniques: Advancing pre-
processing methods is essential to retain critical fea-
tures while minimizing the loss of information dur-
ing data transformation. Techniques such as adaptive
feature scaling and intelligent data augmentation can
strike a balance, ensuring that key data characteristics
are preserved for better model accuracy [69]. This
approach has proven beneficial in applications where
maintaining high-dimensional data integrity is crucial.

• Cross-Domain Adaptability: Developing models that
perform effectively across varying domains, such as
IoT and cloud infrastructures, is a vital research direc-
tion. Leveraging strategies like domain adaptation and
transfer learning can enable these models to general-
ize efficiently across diverse environments, addressing
discrepancies in data distributions and ensuring con-
sistent performance [70].

• Streamlined Fine-Tuning Processes: Streamlining fine-
tuning procedures is critical to enhance efficiency and
performance. Automated tools such as AutoML and
hyperparameter optimization frameworks can simplify
this process by automating the search for optimal
model parameters [72]. This reduces manual inter-
vention and significantly improves the model’s overall
effectiveness.

• Standardized Datasets for Malware Detection: En-
suring the availability of standardized and balanced
datasets is essential for reliable evaluation and bench-
marking of malware detection models. These datasets
should include diverse malware samples and simulate
real-world scenarios to enhance the generalizability
and robustness of the models [74].

3) Explainable AI:

• Efficient Explanation Models: Creating lightweight
XAI frameworks tailored for real-time applications
is essential. These models should focus on reducing

computational overhead while delivering clear, action-
able insights. Streamlining algorithms like SHAP or
LIME for efficient processing can make XAI more
applicable in scenarios requiring immediate decision-
making.

• Adaptive Explanations: Develop Dynamic explainabil-
ity frameworks are crucial for addressing evolving
malware patterns. By continuously learning and adapt-
ing to new threats, these systems can provide context-
specific explanations that remain relevant over time.
Such adaptability ensures that cybersecurity measures
evolve in tandem with emerging challenges.

• Integration with Security Frameworks: Modular XAI
tools designed for seamless integration with exist-
ing cybersecurity systems can significantly enhance
decision-making [73]. These tools can act as plug-
and-play components, working in harmony with es-
tablished security workflows to improve detection
accuracy and transparency .

B. Countermeasures

1) Deep Learning:

• Defensive Mechanisms for Adversarial Inputs: Build-
ing robust defenses against adversarial attacks is es-
sential for bolstering the security of machine learn-
ing models. A widely adopted technique is adver-
sarial training, which incorporates adversarial exam-
ples into the training process to enhance the model’s
resilience. For example, the study [52] introduces
an Ulam-stability-based method that significantly im-
proves model robustness against such attacks. Another
promising method involves using an anti-adversarial
module, as outlined in [53]. This approach applies tar-
geted counter-adversarial treatments to input samples,
effectively reducing the impact of adversarial per-
turbations. By employing these advanced techniques,
machine learning models can achieve heightened resis-
tance to adversarial inputs, ultimately increasing their
reliability in security-critical applications.

• Augmentation Techniques for Data: Data augmenta-
tion has emerged as a vital technique to address limi-
tations in dataset sizes. By using GANs, synthetic but
realistic data can be generated, significantly enrich-
ing training datasets. For instance, [62] discuss how
GANs can create synthetic malware samples, which
help balance datasets and improve the robustness of
machine learning models in detecting malware. This
approach not only reduces reliance on large datasets
but also enhances model generalizability by diversify-
ing training inputs.

• Improving Adversarial Resilience: Adversarial train-
ing has become essential in strengthening models
against adversarial attacks. For example, Madry et al.
propose incorporating adversarial samples during the
training process to improve a model’s robustness [63].
By simulating potential attacks, this method ensures
that models can better resist manipulation, making
them more reliable in security-critical environments
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• Leveraging Hardware Solutions: To address the com-
putational demands of deep learning models, lever-
aging specialized hardware like Tensor Processing
Units (TPUs) and GPUs has proven effective. Jouppi
et al. demonstrate the use of TPUs to accelerate
deep learning tasks, showing how such hardware can
reduce training times and energy consumption while
maintaining high performance [64].

2) Transfer Learning:

• Handling Dataset Imbalances: Addressing dataset im-
balances is crucial for developing effective machine
learning models. Techniques such as oversampling
the minority class and generating synthetic data have
proven effective in mitigating these imbalances. For
instance, the Synthetic Minority Over-sampling Tech-
nique (SMOTE) creates synthetic samples by inter-
polating between existing minority instances, thereby
enhancing model performance on imbalanced datasets
[54]. Moreover, recent advancements have introduced
methods like Localized Random Affine Shadowsam-
pling (LoRAS), which oversamples from an approxi-
mated data manifold of the minority class, addressing
limitations associated with traditional techniques [55].
Through the implementation of these strategies, mod-
els can achieve better balance and improved prediction
accuracy.

• Optimized Preprocessing Workflows: Effective prepro-
cessing is critical to ensuring the success of machine
learning models in malware detection. Optimizing
these workflows not only preserves essential data
features but also reduces computational overhead,
enabling efficient and scalable model deployment.
Techniques such as feature selection and dimension-
ality reduction, as presented in [56], can streamline
preprocessing by focusing on the most informative
attributes while discarding redundant data. Addition-
ally, leveraging automated preprocessing pipelines, as
highlighted in [57], can dynamically adapt prepro-
cessing strategies to diverse datasets and application
requirements.

• Distributed Training Systems: Distributed training sys-
tems enable the efficient processing of large datasets
and complex machine learning models by leveraging
the computational power of multiple machines. This
approach not only reduces resource bottlenecks but
also accelerates the training process, making it ideal
for scaling malware detection models to meet real-
world demands. For instance, distributed frameworks
such as Apache Spark and TensorFlow Distributed
offer robust architectures for handling extensive data
and computations across multiple nodes [58], [59].
These systems optimize training by partitioning tasks,
balancing workloads, and parallelizing computations.
Additionally, advancements in federated learning and
edge computing can complement distributed systems,
enabling secure and decentralized training of models
without compromising data privacy [60], [61].

3) Explainable AI:

• Real-Time XAI Models: Real-time XAI frameworks
are essential for applications requiring rapid decision-
making. Simplified versions of SHAP and LIMEcan
reduce computational overhead, enabling real-time
processing. Accordingly, in the study by [65] real-
time SHAP implementation demonstrated effective
trade-offs between interpretability and speed, ensur-
ing timely insights without significant computational
delays.

• Combining Explanation Approaches: Integrating lo-
calized explanation strategies, like LIME, with global
methods, such as SHAP, provides a comprehensive
understanding of model decisions. This hybrid ap-
proach balances detailed insights with overarching
trends, improving both interpretability and model val-
idation. A study by [66] highlights the effectiveness
of combining explanation techniques to enhance trust
in machine learning models without compromising
accuracy

According to the outlined future directions and counter-
measures, researchers can go a long way in enhancing the
detection of malware. It seeks to optimise the ML approaches
to increase their applicability on the current and emerging
complex cybersecurity challenges.

VII. CONCLUSIONS

This paper offers a detailed review of the latest trends and
challenges in applying machine learning to malware detection
and analysis, with a focus on its increasing role in combating
complex cyber threats. Machine learning has shown great
promise as a versatile tool, providing scalability, adaptability,
and improved pattern recognition for identifying and analyzing
malware. However, significant challenges remain, including
vulnerabilities to adversarial attacks, biases in datasets, and
a lack of transparency in many deep learning models.

By exploring methods such as deep learning, transfer
learning, and explainable AI, this review highlights both
their strengths and the challenges they face, including high
computational requirements and reliance on feature extraction.
These obstacles underscore the need for innovative approaches
to improve the effectiveness and dependability of machine
learning systems in malware detection.

To overcome these limitations, this paper proposes several
novel strategies, such as leveraging distributed computing,
refining preprocessing methods, and enhancing the integration
of explainability techniques. As a result of these advancements,
machine learning models will become more robust, efficient,
and transparent, ensuring their effectiveness in addressing
malware threats as they evolve.

FUNDING

This work was funded by King Faisal University, Saudi
Arabia [Grant No. KFU250089].

ACKNOWLEDGMENT

This work was supported through the Annual Funding
track by the Deanship of Scientific Research, Vice Presidency
for Graduate Studies and Scientific Research, King Faisal
University, Saudi Arabia [Grant No. KFU250089].

www.ijacsa.thesai.org 1266 | P a g e



(IJACSA) International Journal of Advanced Computer Science and Applications,
Vol. 16, No. 1, 2025

CONFLICTS OF INTEREST

All authors declare no conflict of interest.

REFERENCES

[1] N. Z. Gorment, A. Selamat, L. K. Cheng, and O. Krejcar, ”Machine
learning algorithm for malware detection: Taxonomy, current challenges
and future directions,” IEEE Access, 2023.

[2] M. S. Akhtar and T. Feng, ”Malware analysis and detection using
machine learning algorithms,” Symmetry, vol. 14, no. 11, pp. 2304,
2022.

[3] M. S. Akhtar and T. Feng, ”IOTA-based anomaly detection machine
learning in mobile sensing,” EAI Endorsed Transactions on Cre-
ative Technologies, vol. 9, pp. 172814, 2022, doi:10.4108/eai.9-12-
2022.172814.

[4] D. Ucci, L. Aniello, and R. Baldoni, ”Survey of machine learning
techniques for malware analysis,” Computers & Security, vol. 81,
pp. 123–147, 2019, doi:10.1016/j.cose.2018.11.001.

[5] I. H. Sarker, ”Machine learning: Algorithms, real-world applications
and research directions,” SN Computer Science, vol. 2, no. 3, pp. 160,
2021.

[6] R. Komatwar and M. Kokare, ”A survey on malware detection and
classification,” Journal of Applied Security Research, pp. 1–31, Aug.
2020.

[7] O. Aslan, M. Ozkan-Okay, and D. Gupta, ”A review of cloud-based
malware detection system: Opportunities, advances and challenges,”
European Journal of Engineering and Technology Research, vol. 6,
no. 3, pp. 1–8, Mar. 2021.

[8] R. Komatwar and M. Kokare, ”Retracted article: A survey on malware
detection and classification,” Journal of Applied Security Research,
vol. 16, no. 3, pp. 390–420, 2021.

[9] M. Sikorski and A. Honig, Practical Malware Analysis: The Hands-On
Guide to Dissecting Malicious Software. San Francisco, CA, USA: No
Starch Press, 2012.

[10] O. Aslan and A. A. Yilmaz, ”A new malware classification framework
based on deep learning algorithms,” IEEE Access, vol. 9, pp. 87936–
87951, 2021.

[11] O. Aslan and R. Samet, ”Investigation of possibilities to detect malware
using existing tools,” in Proc. IEEE/ACS 14th Int. Conf. Computer
Systems and Applications (AICCSA), 2017, pp. 1277–1284.

[12] M. Ijaz, M. H. Durad, and M. Ismail, ”Static and dynamic malware
analysis using machine learning,” in Proc. 16th Int. Bhurban Conf.
Applied Sciences and Technology (IBCAST), 2019, pp. 687–691.

[13] N. Tarar, S. Sharma, and C. R. Krishna, ”Analysis and classification of
android malware using machine learning algorithms,” in Proc. 3rd Int.
Conf. Inventive Computation Technologies (ICICT), 2018, pp. 738–743.

[14] V. Rao and K. Hande, ”A comparative study of static, dynamic and
hybrid analysis techniques for android malware detection,” Int. J. Eng.
Dev. Res., vol. 5, no. 2, pp. 1433–1436, 2017.

[15] U. H. Tayyab et al., ”A survey of the recent trends in deep learning
based malware detection,” Journal of Cybersecurity and Privacy, vol. 2,
no. 4, pp. 800–829, 2022.

[16] N. Shone, T. N. Ngoc, V. D. Phai, and Q. Shi, ”A deep learning approach
to network intrusion detection,” IEEE Transactions on Emerging Topics
in Computational Intelligence, vol. 2, no. 1, pp. 41–50, 2018.

[17] M. Rhode, P. Burnap, and K. Jones, ”Early-stage malware prediction
using recurrent neural networks,” Computers & Security, vol. 77,
pp. 578–594, 2018.

[18] O. N. Elayan and A. M. Mustafa, ”Android malware detection using
deep learning,” Procedia Computer Science, vol. 184, pp. 847–852,
2021.

[19] F. O. Catak et al., ”Deep learning-based sequential model for malware
analysis using Windows EXE API calls,” PeerJ Computer Science,
vol. 6, pp. e285, 2020.

[20] A. McDole et al., ”Deep learning techniques for behavioral malware
analysis in cloud IaaS,” in Malware Analysis Using Artificial Intelli-
gence and Deep Learning, Springer, 2021, pp. 269–285.

[21] V. Ravi et al., ”A multi-view attention-based deep learning framework
for malware detection in smart healthcare systems,” Computer Commu-
nications, vol. 195, pp. 73–81, 2022.

[22] E. C. Bayazit et al., ”Deep learning-based malware detection for
Android systems: A comparative analysis,” Tehnicki Vjesnik, vol. 30,
no. 3, pp. 787–796, 2023.

[23] M. Ibrahim et al., ”A method for automatic Android malware detection
based on static analysis and deep learning,” IEEE Access, vol. 10,
pp. 117334–117352, 2022.

[24] R. Patil and W. Deng, ”Malware analysis using machine learning and
deep learning techniques,” in Proc. 2020 SoutheastCon, vol. 2, pp. 1–7.

[25] C. Rodrigo, S. Pierre, R. Beaubrun, and F. El Khoury, ”A hybrid
machine learning-based malware detection model for Android devices,”
Cybersecurity and Data Science, pp. 194, 2021.

[26] I. Obaidat, M. Sridhar, K. M. Pham, and P. H. Phung, ”Jadeite: A novel
image-behavior-based approach for Java malware detection using deep
learning,” Computers & Security, vol. 113, pp. 102547, 2022.

[27] R. Ribani and M. Marengoni, ”A survey of transfer learning for con-
volutional neural networks,” in Proc. 32nd SIBGRAPI Conf. Graphics,
Patterns and Images Tutorials (SIBGRAPI-T), 2019, pp. 47–57.

[28] C. Tan, F. Sun, T. Kong, W. Zhang, C. Yang, and C. Liu, ”A survey
on deep transfer learning,” in Artificial Neural Networks and Machine
Learning–ICANN 2018, 2018, pp. 270–279.

[29] H. M. K. Barznji, ”Transfer learning as a new field in machine learning,”
Int. Archives Photogrammetry, Remote Sensing Spatial Information
Sciences, vol. 44, pp. 343–349, 2020.

[30] L. Chen, ”Deep transfer learning for static malware classification,” arXiv
preprint arXiv:1812.07606, 2018.

[31] N. Bhodia, P. Prajapati, F. Di Troia, and M. Stamp, ”Trans-
fer learning for image-based malware classification,” arXiv preprint
arXiv:1903.11551, 2019.

[32] B. Prima and M. Bouhorma, ”Using transfer learning for malware clas-
sification,” The International Archives of the Photogrammetry, Remote
Sensing and Spatial Information Sciences, vol. 44, pp. 343–349, 2020.

[33] M. Ahmed, N. Afreen, M. Ahmed, M. Sameer, and J. Ahamed,
”An Inception V3 approach for malware classification using machine
learning and transfer learning,” International Journal of Intelligent
Networks, vol. 4, pp. 11–18, 2023.

[34] Z. Zhao, S. Yang, and D. Zhao, ”A new framework for visual classi-
fication of multi-channel malware based on transfer learning,” Applied
Sciences, vol. 13, no. 4, pp. 2484, 2023.

[35] P. Panda, O. K. CU, S. Marappan, S. Ma, and D. V. Nandi, ”Transfer
learning for image-based malware detection for IoT,” Sensors, vol. 23,
no. 6, pp. 3253, 2023.

[36] M. V. Ngo, T. H. Truong, D. Rabadi, J. Y. Loo, and S. G. Teo, ”Fast
and efficient malware detection with joint static and dynamic features
through transfer learning,” in Proc. Int. Conf. Applied Cryptography
and Network Security, pp. 503–531, 2023.

[37] M. Tasyurek and R. S. Arslan, ”Rt-droid: A novel approach for real-time
Android application analysis with transfer learning-based CNN models,”
Journal of Real-Time Image Processing, vol. 20, no. 3, pp. 55, 2023.

[38] U. Bhatt, A. Xiang, S. Sharma, et al., ”Explainable machine learning
in deployment,” in Proc. 2020 Conf. Fairness, Accountability, and
Transparency, 2020, pp. 648–657.

[39] S. M. Lundberg et al., ”Explainable machine-learning predictions for
the prevention of hypoxaemia during surgery,” Nature Biomedical
Engineering, vol. 2, no. 10, pp. 749, 2018.

[40] X. Zhong, B. Gallagher, S. Liu, et al., ”Explainable machine learning in
materials science,” npj Computational Materials, vol. 8, no. 1, pp. 204,
2022.

[41] G. Ladarola, F. Mercaldo, F. Martinelli, and A. Santone, ”Assessing
deep learning predictions in image-based malware detection with ac-
tivation maps,” in Proc. Security and Trust Management: 18th Int.
Workshop, STM 2022, vol. 13867, pp. 104, 2023.

[42] M. M. Alani and A. I. Awad, ”Paired: An explainable lightweight
Android malware detection system,” IEEE Access, vol. 10, pp. 73214–
73228, 2022.

[43] Y. Liu, C. Tantithamthavorn, L. Li, and Y. Liu, ”Explainable AI for
Android malware detection: Towards understanding why the models
perform so well?” in Proc. IEEE 33rd Int. Symp. Software Reliability
Engineering (ISSRE), pp. 169–180, 2022.

www.ijacsa.thesai.org 1267 | P a g e



(IJACSA) International Journal of Advanced Computer Science and Applications,
Vol. 16, No. 1, 2025

[44] M. Kinkead, S. Millar, N. McLaughlin, and P. O’Kane, ”Towards
explainable CNNs for Android malware detection,” Procedia Computer
Science, vol. 184, pp. 959–965, 2021.

[45] H. Manthena, Explainable Machine Learning Based Malware Analysis,
Ph.D. dissertation, North Carolina Agricultural and Technical State
University, 2022.

[46] H. Manthena, J. C. Kimmel, M. Abdelsalam, and M. Gupta, ”Analyzing
and explaining black-box models for online malware detection,” IEEE
Access, vol. 11, pp. 25237–25252, 2023.

[47] Z. Lu and V. L. Thing, ”How does it detect a malicious app? Explaining
the predictions of AI-based malware detector,” in Proc. IEEE 8th Int.
Conf. Big Data Security on Cloud (BigDataSecurity), pp. 194–199,
2022.

[48] Z. Pan, J. Sheldon, and P. Mishra, ”Hardware-assisted malware detection
using explainable machine learning,” in Proc. IEEE 38th Int. Conf.
Computer Design (ICCD), pp. 663–666, 2020.

[49] Y. Sharma, S. Birnbach, and I. Martinovic, ”Radar: A TTP-based
extensible, explainable, and effective system for network traffic analysis
and malware detection,” 2023.

[50] G. Iadarola, F. Martinelli, F. Mercaldo, and A. Santone, ”Towards an
interpretable deep learning model for mobile malware detection and
family identification,” Computers & Security, vol. 105, pp. 102198,
2021.

[51] Y. Bi, H. Wang, J. Liu, and X. Zhang, ”Enabling privacy-preserving
cyber threat detection with federated learning,” arXiv preprint
arXiv:2404.05130, 2023.

[52] K. Yan, L. Yang, Z. Yang, and W. Ren, ”Enhancing adversarial robust-
ness through stable adversarial training,” Symmetry, vol. 16, no. 10,
p. 1363, 2024.

[53] Z. Qin, G. Liu, and X. Lin, ”Enhancing model robustness against
adversarial attacks with an anti-adversarial module,” in Pattern Recog-
nition and Computer Vision (PRCV 2023), Lecture Notes in Computer
Science, vol. 14433, Springer, 2023, pp. 66–78.

[54] N. V. Chawla, K. W. Bowyer, L. O. Hall, and W. P. Kegelmeyer,
”SMOTE: Synthetic Minority Over-sampling Technique,” Journal of
Artificial Intelligence Research, vol. 16, pp. 321–357, 2002.
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