(IJACSA) International Journal of Advanced Computer Science and Applications,

Vol. 16, No. 10, 2025

Evaluating Transparency in the Development of
Artificial Intelligence Systems: A Systematic
Literature Review

Giulia Karanxha, Paulinus Ofem
Business and Information Technology, Laurea University of Applied Sciences, Espoo, Finland

Abstract—Transparency is increasingly recognised as a cor-
nerstone of trustworthy artificial intelligence (AI), yet its oper-
ationalisation remains fragmented and underdeveloped. Existing
methods often rely on qualitative checklists or domain-specific
case studies, limiting comparability, reproducibility, and regu-
latory alignment. This paper presents a Systematic Literature
Review (SLR) of 28 peer-reviewed studies that explicitly propose
or apply methods for evaluating transparency in Al systems
(2019-July 2025). The review identifies recurring themes such
as traceability, explainability, and communication, and classifies
evaluation approaches by metric type and -calculation type.
Empirically, checklist-based instruments are the most frequent
evaluation form (9/28, 32%), followed by scenario-based qualita-
tive assessments (5/28, 18%). Most (9/28, 32%) research on Al
applications occurs in healthcare; references to legal or ethical
frameworks appear in 19/28 studies (67%), although traceable
mappings to specific obligations are rare. The results of the
quality assessment highlight strengths in methodological clarity,
but reveal persistent gaps in benchmarking, stakeholder inclusion,
and lifecycle integration. Based on these findings, this study
informs the adaptation of the Z-Inspection® process within the
context of AI development projects and motivates a Transparency
Artefact Registry (TAR), a structured, metadata-based mecha-
nism for capturing and reusing transparency artefacts across
system lifecycles. By embedding transparency evaluation into
Al development workflows, the proposed approach seeks to
provide verifiable, repeatable, and regulation-aligned practices
for assessing transparency in complex Al systems.
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I. INTRODUCTION

The rapid deployment of artificial intelligence (Al) in high-
impact domains has intensified calls for transparency as a cor-
nerstone of Trustworthy Al Transparency enables stakeholders
to understand, contextualise, and, where necessary, contest Al-
driven decisions [1]. Its importance is underscored by the EU
Artificial Intelligence Act (Regulation (EU) 2024/1689), which
mandates that high-risk Al systems and general-purpose Al
models provide features such as explainability, traceability, and
clear user information [2]. Yet, despite these obligations, the
operationalisation of transparency remains fragmented, with
varying definitions, scopes, and evaluation practices across
disciplines and application domains. This poor clarity risks
undermining both accountability and compliance in real-world
Al deployments.

For the MANOLO Project (Trustworthy Efficient Al for
Cloud-Edge Computing) [3], this challenge presents an op-

portunity to explore further. This project aims to develop a
complete set of trustworthy algorithms and tools that would en-
able Al systems to achieve better efficiency and optimise their
operations on the edge of the cloud continuum and in sectors
such as healthcare, telecommunications, and robotics, where
systems must combine performance and energy requirements
with strict ethical and legal compliance. In such contexts, the
absence of structured, measurable approaches to transparency
achievement and evaluation poses not only a compliance risk
but also a practical barrier to demonstrating accountability to
regulators, end-users, and other stakeholders.

To address this, we conducted a Systematic Literature
Review (SLR) of peer-reviewed studies published between
January 2019 and July 2025. The review identifies how trans-
parency in Al is defined, measured, and operationalised, and
where gaps remain. By mapping existing approaches and their
limitations, the SLR provides the empirical and conceptual
foundation needed for Al projects to adopt a structured trans-
parency evaluation strategy.

This review also serves as the basis for further method-
ological contributions. Its findings directly inform our con-
ference paper, which introduced an artefact-driven approach
to transparency evaluation in applied Al contexts. In this
vein, this paper is not an isolated study but the first step
in a broader research programme: establishing a systematic
evidence base for transparency evaluation, and subsequently
proposing solutions that can be embedded into frameworks
such as Z-Inspection® [4] to support continuous, auditable, and
stakeholder-relevant transparency in Al projects and beyond.

The remainder of this paper is organised as follows. Moti-
vation situates the work in the MANOLO and Z-Inspection®
contexts; Related Work maps policy, governance, and SE/IS
perspectives; Methodology details the SLR protocol (scope,
PICOC, search, screening, quality appraisal, extraction); Re-
sults report the evidence base and descriptive statistics; The-
matic Analysis synthesises cross-cutting patterns; Discussion
provides implications of findings and advantages over preva-
lent approaches; Conclusion summarises limitations and future
work.

Contributions and roadmap. This study 1) focuses on oper-
ational, metric-based transparency evaluation methods rather
than principles, 2) proposes a compact comparative taxonomy
(metric types) and quantifies patterns across 28 studies, 3)
offers a cross-domain synthesis bridging Al governance and
SE/IS consideration of transparency as a first class non-
functional requirement, and 4) links identified gaps to an
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artefact-driven solution space (Transparency Artefact Registry,
TAR) aligned with Z-Inspection® and the EU Artificial Intel-
ligence Act (EU AI Act). Section II motivates the challenge
of evaluating transparency in Al development projects such as
the Manolo project; Section III synthesises related work; Sec-
tion IV details the SLR protocol; Section V reports descriptive
results; Section IV-G provides thematic analysis; Section VII
discusses implications; Section VIII concludes.

II. MOTIVATION

Within MANOLO, the evaluation of Al trustworthiness
is grounded in the Z-Inspection® framework [4], a holistic
process for assessing AI’s ethical compliance, technical robust-
ness, and legal alignment. Although Z-Inspection® provides
comprehensive coverage of the trustworthiness dimensions, it
does not offer a structured, dedicated methodology for the
evaluation of transparency throughout the Al lifecycle.

For Al projects that utilise Z-Inspection®, this limitation
creates both a compliance risk under the EU Al Act and a
practical challenge to demonstrate transparency and account-
ability to stakeholders. Therefore, a systematic investigation
of existing transparency evaluation methods was required to
establish a structured evidence base. This SLR responds to
this need by synthesising how transparency has been defined,
measured, and operationalised in peer-reviewed studies. In this
way, the review provides the foundation for future Al projects
that will adapt Z-Inspection® with measurable transparency
criteria aligned with regulatory obligations and stakeholder
needs.

III. RELATED WORK

Transparency is increasingly recognised as a key require-
ment for ethical and trustworthy Al, yet its practical achieve-
ment and evaluation remain challenging. Over 94% of ethical
Al guidelines include transparency or explainability as core
principles [5], but few provide actionable tools for assessment.
This gap between normative commitments and operational
practices has driven attention from regulators, practitioners,
and researchers alike.

A. Policy and Regulatory Frameworks

The concept of transparency gained formal traction in
the European policy landscape through the High-Level Ex-
pert Group on Al (Al HLEG), which identified transparency,
encompassing traceability, explainability, and user commu-
nication, as one of seven requirements for Trustworthy Al
[1]. While influential in shaping the EU AI Act [2], these
guidelines are not legally binding. The Act introduces layered
obligations for high-risk Al systems (Article 13), general-
purpose Al models, and Al systems that interact with humans
(Article 50), but leaves their operationalisation open to inter-
pretation [6].

Sector-specific initiatives further illustrate this shift from
high-level principles to more practical instruments. The TI-
TAN Guideline [7] offers a checklist for Al disclosure in
scholarly publishing, while Genovesi et al. [8] compare how
transparency is addressed in standards and policy artefacts.
Although valuable, such approaches remain largely domain-
bound and rarely demonstrate applicability across diverse Al
systems.
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B. Societal Accountability and Governance

Beyond regulatory discourse, concerns persist about the
societal implications of opaque AI. Busuioc [9] underscores
the risks of algorithmic systems becoming embedded in the
public sector while remaining resistant to challenge, thereby
undermining institutional accountability. This perspective po-
sitions transparency not only as a compliance issue but
also as a prerequisite for democratic oversight. In line with
this, Panigutti et al. [10] argue that transparency must be
approached as a dynamic, stakeholder-aware practice rather
than a static disclosure requirement. These insights highlight
the broader governance role of transparency, which extends
beyond technical explainability.

C. Software Engineering and Information Systems Founda-
tions

Long before the rise of Al governance, transparency was
conceptualised within software engineering (SE) and infor-
mation systems (IS) as a non-functional requirement (NFR).
Leite and Cappelli [11] introduced transparency as a “soft
goal,” supported by attributes such as accessibility, auditability,
and usability. Hosseini et al. [12] extended this by framing
transparency as a bidirectional process between information
providers and receivers, thereby emphasising the importance
of communication and user understanding. Spagnuelo et al.
[13] operationalised the concept further by proposing sector-
specific metrics for auditability, accountability, and verifiability
in IT systems.

Building on these conceptual foundations, Ofem and col-
leagues advanced transparency in software engineering through
a sequence of works. Their 2022 systematic review [14] clari-
fied the fragmented definitions of transparency and positioned
it explicitly as a non-functional requirement, comparable to
established quality attributes such as reliability or usability.
In the same year, Isong, Ofem, and Lugayizi [15] proposed a
framework that operationalises transparency via quality factors,
such as accessibility, usability, understandability, modifiability,
and reusability, each linked to artefact- and process-level
indicators. While these factors provide a structured starting
point, the framework acknowledges that specific instantiations
may be domain-dependent and must be adapted to stake-
holder requirements. This line of work culminated in the 2024
metrics study [16], which introduced empirically validated
measurement instruments and an improvement model, thereby
transforming transparency from an abstract principle into a set
of actionable, lifecycle-aware practices. Although developed
in the SE domain, these contributions are directly relevant
to Al governance, where similar challenges of definition,
measurement, and lifecycle integration remain unresolved.

D. Relevance to Al Transparency Evaluation

Although originating in SE and IS, these approaches are
directly relevant to Al governance. The challenges of lifecycle
integration, stakeholder involvement, and continuous evalu-
ation are not unique to Al but are shared with complex
software systems more broadly. Yet, Al-focused frameworks
have thus far incorporated these traditions only partially. Most
emphasise explainability or documentation, but rarely adopt
SE/IS practices such as artefact registries, maturity models, or
quality factor-metric mappings.
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This review therefore situates Al transparency evaluation
within a broader trajectory: from ethical and regulatory guide-
lines, through societal accountability concerns, to structured
SE/IS methodologies. While progress has been made in trans-
lating abstract principles into operational criteria, most existing
efforts remain either domain-specific, non-standardised, or
lacking in mechanisms for continuous lifecycle monitoring.
The present SLR contributes to addressing that gap by sys-
tematically identifying and analysing peer-reviewed studies
that explicitly propose or apply methods for evaluating trans-
parency in Al systems, and by assessing their relationship to
established SE/IS traditions.

1) Integrative synthesis: Policy and governance sources
prioritise obligations, rights, and auditability, which have pro-
duced tools that mostly take the form of checklists and high-
level controls. In contrast, SE/IS literature frames transparency
as a non-functional requirement and develops artefact and
process-level indicators with measurable quality factors. These
viewpoints converge around traceability and documentation,
taking into account logs, records, and provenance as core
evidence, while also acknowledging lifecycle concerns. These
perspectives diverge in emphasis. Al governance often treats
explainability as a proxy for transparency, while SE/IS con-
siders transparency as a concept with measurable quality
constructs. Methodological overlaps lack coherence: many
governance-oriented frameworks document evidence without
scoring, whereas several SE/IS approaches score internal arte-
facts yet rarely assess whether information is communicated
to stakeholders in clear, timely, and usable ways (e.g., plain-
language notices, model cards, user-tested interfaces). Taken
together, this reveals the gap this SLR targets: the field lacks
a standardised, lifecycle-grounded, cross-domain evaluation
scheme that connects regulatory obligations to measurable
artefacts and metrics.

IV. METHODOLOGY

This study adopts a SLR approach to investigate how
transparency is evaluated in artificial intelligence (Al) systems.
The review is guided by the following research questions:

e RQI: What are the existing approaches for
implementing and evaluating transparency in Al
systems?

e RQ2: How do these approaches
transparency concerns?

address key

e RQ3: What are the strengths, limitations, and gaps of
these approaches?

e RQ4: How applicable are these approaches in real-
world Al systems?

The aim is to identify methodological trends, assess sec-
toral and regulatory relevance, and support the development of
actionable stakeholder-centred transparency evaluation strate-
gies.
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TABLE 1. TOTAL SEARCH RESULTS SUMMARY

Engine Total | Reviewed | Overlap
Google Scholar 45,700 179 9
IEEE Xplore 1,799 83 -
Web of Science 4,341 104 22
ScienceDirect 3,998 105

ACM DL 4,078 71 7

A. Scope Framing and Objectives

Transparency was examined as a multidimensional concept
that encompasses traceability, communication, and explainabil-
ity [17]. The purpose of the review was to synthesise existing
evaluation methods, identify common practices and limitations,
and provide a structured basis for future development of
transparency metrics and frameworks. The review focused on
peer-reviewed literature published between January 2019 and
July 2025 to reflect the growing influence of transparency
in Al governance discourse, especially in light of regulatory
developments such as the EU Al Act (2024) [2].

B. PICOC Structure

The scope of the review was defined using the PICOC
model.

e Population: Al systems deployed across various
sectors and domains.

e Intervention: Methods, frameworks, or metrics
introduced or applied to evaluate transparency.

e  Comparison: different approaches for implementing
and evaluating transparency.

e Outcome: Assessment of the strengths, limitations,
and applicability of approaches to Al development
projects.

e  Context: Al development projects.

This framing supported a focused yet cross-sectoral explo-
ration of how transparency is operationalised and assessed in
contemporary Al research.

C. Search Strategy

The literature search was conducted between January 2019
and July 2025 across five major academic databases: Google
Scholar, IEEE Xplore, Web of Science, ScienceDirect, and
the ACM Digital Library. These sources were selected for
their broad coverage of Al, computer science, ethics, and
governance literature. The consolidated counts are summarised
in Table I. Search queries combined keywords related to
transparency, artificial intelligence, and evaluation, adapted to
the syntax of each platform. An example query was:

("Artificial intelligence system”" OR "AI
software") AND
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("AI transparency" OR "transparent AI" OR
"trustworthy AI") AND
("transparency evaluation" OR
"transparency metrics" OR "transparency
framework" OR "trustworthy framework" OR
"assessment")

Boolean operators and filters (e.g., English language, peer-
reviewed) were applied where supported. A heuristic stopping
rule was used to manage feasibility, with searches concluded
when ten consecutive irrelevant results were encountered. A
total of over 59,000 results were screened, including 45,700
from Google Scholar, 4,341 from Web of Science, 1,799 from
IEEE, 4,078 from ACM, and 3,998 from ScienceDirect.

D. Screening and Eligibility (PRISMA)

Screening followed the PRISMA 2020 framework. The
selection and exclusion process is summarised in the PRISMA
flow diagram shown in Fig. 1. After duplicate removal and
title/abstract screening, 542 articles were assessed. A total of
28 peer-reviewed studies were included in the final review. The
inclusion and exclusion criteria were:

e Inclusion:

o  Peer-reviewed conference

publications

journal  or

o  Published between January 2019 and July
2025

o  Explicitly introduced or applied a method,
framework, or metric to evaluate transparency
in Al systems

e  Exclusion:

o Discussed transparency only conceptually,
without operational methods or proposed
governance mechanisms

o Focused solely on explainability, fairness,
or accountability without reference to
transparency

o  Non-English or inaccessible full texts

E. Quality Assessment

The included studies were evaluated using a five-criterion
quality checklist, adapted from a prior systematic literature
review in software engineering [14]:

e s the evaluation method explicitly described?

e  Are structured criteria or metrics provided?

e Are the strengths and limitations discussed?

e Is the method compared with other frameworks?

e Is the approach applied in real-world Al use cases?

Vol. 16, No. 10, 2025

Records identified from:
Google Scholar (n=179)
Web of Science (n=104)
ScienceDirect (n=105)
IEEEXplore (n=83)

Records removed before
screening:
Duplicate records (n=40)

ACM (n=71)
Total (n=542)
Records excluded:
Records screened (Reason: Clearly out of scope
(n=502) n=306)

(Reason: Not in English
n=1)

l

Reports sought for retrieval Reports not retrieved
(n=195) (n=1)

l Reports excluded:
No transparency evaluation
method (n=165)
Use of evaluation method
already included (n=1)

Reports assessed for eligibility
(n=194)

Studies included in review
(n=28)

Fig. 1. PRISMA 2020 screening flow for the review window January
2019-July 2025.

Each item was scored as Yes (1), Partly (0.5), or No (0).
Studies were not excluded based on their quality score, but
scores were used descriptively to support analysis. As shown
in Table II, most studies scored 4 or above out of 5.

F. Data Extraction and Classification

A structured extraction template was applied to each study,
capturing:

e  Transparency definition and theoretical framing.

e Name and structure of evaluation framework or
method.

e Metric type (e.g., checklist, score, index, rating,
qualitative, survey, explainability-based).

e  Metric calculation type (e.g., single score, ordinal
classification, aggregated, scenario-based).

e  Sector or domain of application.

e Alignment with legal or ethical frameworks (e.g.,
GDPR, EU AI Act).
e Reported strengths and limitations.

Metrics were classified using a two-dimensional taxonomy:
metric type and calculation type. Where multiple techniques
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Number of Studies
o

2019 2020 2021 2022 2023 2024 2025
Year

Fi

=

g. 2. Included studies per year (2019-2025; cut-off July 2025), n=28.

were reported, the dominant method was selected based on its
evaluative function.

1) Data management: Extracted variables were recorded
in a Microsoft Excel workbook, which constitutes the coded
analytic dataset used for the descriptive analyses and quality
appraisal.

2) Dataset: No experimental or task datasets were anal-
ysed. The only data used in this study are the 28 included
papers (2019-July 2025) and the coded Excel extraction sheet
derived from them. The Excel sheet will be made available
upon request.

G. Thematic Analysis

Thematic synthesis followed Braun and Clarke’s method
[18]. Codes were generated from extracted data fields and
grouped inductively into higher-level themes. These themes
reflect patterns in how transparency is conceptualised and
evaluated across the selected studies. The analysis served
to uncover recurrent gaps and identify emerging evaluation
practices.

H. Limitations

Several limitations should be acknowledged. First, the
review covered the period from January 2019 to July 2025
and focused on peer-reviewed English-language literature, ex-
cluding grey literature and non-English sources. Second, the
quality assessment involved a degree of researcher judgment,
particularly in borderline cases. Third, while metric types and
calculation methods were standardised to support comparison,
some hybrid approaches may not have been fully captured by
this classification. Lastly, the inclusion criteria required that
transparency be explicitly evaluated, which may have led to the
exclusion of relevant studies where transparency was subsumed
under broader constructs such as fairness or trustworthiness.

V. RESULTS

This section presents the results of the systematic litera-
ture review, providing a descriptive overview of the selected
studies, including the classification of evaluation methods, the
distribution of metric types and calculation approaches, as well
as the sectoral focus, implementation status, and references to
relevant legal and ethical frameworks.

Distribution of Studies by Application Sector

Business

Cybersecurity

Defence

Environment

General

Governance

Sector

Healthcare

HR

Supply-Chain

Hospitality

Public Sector

' | '
4 6 8

Number of Studies

o-
M-

Fig. 3. Sector distribution of the 28 included studies; healthcare 9/28 (32%).

A. Overview of Included Studies

A total of 28 peer-reviewed studies published between
January 2019 and July 2025 were selected for inclusion.
The majority introduced formal frameworks or tools aimed at
evaluating transparency in artificial intelligence systems, while
a smaller subset proposed conceptual approaches grounded
in governance or policy-oriented perspectives. In terms of
application status, most of the studies (23 out of 28) applied
their method to a real-world system, dataset, or use case.
At the same time, the rest remained conceptual, theoretical,
or exploratory in scope. See Fig. 2 for the year-by-year
distribution.

The analysis revealed a notable concentration of trans-
parency evaluation in the healthcare sector, with 9 of the 28
studies (32%) focusing on clinical decision support, medical
imaging, or digital health systems [19], [20], [21], [4], [22],
[23], [24], [25], [26]. Other studies proposed general-purpose
frameworks or were situated in domains such as cyberse-
curity, HR, or public sector applications. A smaller number
of studies addressed domains such as hospitality or defence.
This sectoral imbalance highlights the strong regulatory and
ethical pressures in healthcare, in contrast to more limited
methodological development in other fields. See Fig. 3 for
sectoral concentration.

B. Metric Types

The studies were categorised according to the type of
metric or evaluation logic employed. Seven primary metric
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types were identified:

e  Checklist-based approaches operationalise
transparency through binary questions or structured
assessment lists. [27][19][28][25][29][30][17][31][20]

e  Qualitative methods rely on expert judgement or
narrative analysis. [21][4][32][33][34]

e  Explainability-based evaluations assess transparency
through interpretability outputs (e.g., SHAP, LIME).

[35]1[36][371[38]

e Survey-based tools capture perceptions of
transparency  using  structured  questionnaires.
[39][22][40][41]

e Index-based approaches produce composite scores or
traceability indexes. [26][24][42]

e  Score-based methods generate transparency scores by
assigning weighted values to defined criteria. [43][23]

e  Rating-based frameworks. [44]

Checklist-based approaches were the most common, often
reflecting broader trends in Al governance tools such as the
ALTAI framework [17].

C. Regulatory Alignment

References to legal and ethical frameworks were present
in 19 of the 28 studies (67%) [19], [17], [31], [20], [4], [39],
[22], [44], [33], [27], [34], [36], [42], [28], [24], [25], [38],
[26], [29], most commonly the EU Artificial Intelligence Act,
the General Data Protection Regulation (GDPR), and the Al
HLEG Guidelines. However, only a few studies provided trace-
able mappings between evaluation criteria and specific legal
provisions. For instance, RETENTION [26] and POLARIS
[28] embedded elements of the EU Al Act [2] and Al HLEG
recommendations [17] within their structure. In the majority
of cases, alignment remained high-level or aspirational, with
limited support for formal compliance, certification, or au-
ditability.

D. Quality Assessment

Across the 28 studies, the overall quality was high, with
most achieving at least 70% of the maximum possible score
(see Table II). Several studies attained full or nearly full scores,
while others performed lower due to conceptual or preliminary
scope.

Specifically, QCA1 (evaluation method outlined) scored
the highest, achieving 96.4% of the maximum score. This
outcome was expected, as the presence of an explicitly de-
scribed transparency evaluation method was a prerequisite
for inclusion during the full-text review. QCA3 (discussion
of strengths and limitations) also performed strongly, with
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94.6%. By contrast, QCA2 (specific criteria for transparency
assessment) and QCAS (use of real-world Al applications)
achieved 76.8% each, indicating room for improvement in
applying structured criteria and real-world validation. The
lowest-performing criterion was QCA4 (comparison with other
transparency frameworks), with only 46.4% of the maximum
score, showing that relatively few studies benchmarked their
approach against other methods.

As shown in Table II, studies with higher total scores
were typically more detailed, provided stronger methodolog-
ical justification, and included real-world applications. In
contrast, lower-scoring studies tended to be more conceptual
or exploratory. These quality assessment results guided the
interpretation of the final analysis, following best practices
from prior systematic reviews (e.g., [14]), and support a
nuanced discussion of strengths and limitations reported in
Section Thematic Analysis.

VI. THEMATIC ANALYSIS

This section presents the thematic analysis of the 28 studies
included in the review. The analysis identified six overarching
themes that characterise how transparency is defined, oper-
ationalised, and evaluated in artificial intelligence systems.
These themes reflect both recurring strengths and persistent
limitations across the literature.

A. Theme 1: Transparency as a Multi-Dimensional Construct

A consistent finding across the reviewed studies is the
conceptualisation of transparency as a composite of multiple,
interrelated dimensions. This mirrors the influential framing
of the High-Level Expert Group on AI, which identified
transparency, encompassing traceability, explainability, and
communication, as one of the seven key requirements for
Trustworthy AI [1]. These three pillars provided an early
normative anchor and were frequently echoed, either explicitly
or implicitly, in the SLR dataset.

Traceability concerns the documentation, logging, and
oversight of system development, data flows, and decision-
making processes, enabling stakeholders to follow and verify
Al behaviour across its lifecycle. Explainability focuses on the
interpretability of models or outputs, employing techniques
such as SHAP, LIME, or saliency maps to make system
reasoning intelligible. Communication refers to the disclosure
of relevant information to users, regulators, or affected indi-
viduals in ways that are accessible, usable, and contextually
appropriate.

While most studies referenced all three pillars, few op-
erationalised them in an integrated manner. For example,
IntelliLung [24], RETENTION [26], and SMACTR [30] ex-
plicitly combined traceability mechanisms, explainability tech-
niques, and user-facing communication strategies within a
single evaluation framework. In contrast, most approaches
prioritised one or two dimensions, with communication often
underdeveloped or absent. This imbalance reflects a gap in
translating high-level principles into holistic evaluation de-
signs.

This multi-dimensional perspective aligns closely with the
stakeholder-centred framework of Ofem et al. [16], where
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TABLE II. QUALITY ASSESSMENT RESULTS FOR INCLUDED STUDIES (N=28)

Study ID | QCA1 | QCA2 | QCA3 | QCA4 | QCA5 | Total | % of Max
PS1 1 1 1 05 1 45 90%
PS2 1 0.5 0.5 0.5 0 25 50%
PS3 1 0.5 1 0.5 1 40 80%
PS4 1 0.5 1 0 1 35 70%
PS5 1 1 0.5 0 0 25 50%
PS6 1 0.5 1 0 0.5 3.0 60%
PS7 1 1 1 1 0 4.0 80%
PS8 1 0.5 1 0.5 1 4.0 80%
PS9 1 0.5 1 0.5 1 4.0 80%
PS10 1 0.5 1 0 1 35 70%
PS11 1 1 1 0.5 1 45 90%
PS12 1 1 1 1 1 5.0 100%
PS13 0.5 0.5 1 1 0 3.0 60%
PS14 1 1 0.5 0.5 1 4.0 80%
PS15 1 1 1 0.5 1 45 90%
PS16 1 1 1 0.5 1 45 90%
PS17 0.5 0.5 1 0 0.5 25 50%
PS18 1 1 1 0.5 1 45 90%
PS19 1 0.5 1 0.5 1 4.0 80%
PS20 1 1 1 0.5 1 45 90%
PS21 1 0.5 1 0.5 1 4.0 80%
PS22 1 1 1 0.5 0 35 70%
PS23 1 0.5 1 1 1 45 90%
PS24 1 1 1 0.5 1 45 90%
PS25 1 0.5 1 0 1 35 70%
PS26 1 1 1 0 0.5 35 70%
PS27 1 1 1 1 1 5.0 100%
PS28 1 1 1 0.5 1 45 90%
Total 27 215 265 13 215 | 1095 —

% of Max | 964% | 76.8% | 94.6% | 464% | 768% | — -

transparency is linked to quality factors such as accessibility,
usability, and understandability. Mapping the three pillars to
these factors revealed that traceability overlaps most strongly
with accessibility and modifiability, explainability with un-
derstandability, and communication with accessibility and us-
ability. This mapping provides a bridge between Al ethics
discourse and measurable software engineering practices.

In the context of this SLR, the prevalence of these three
pillars directly addresses RQ1 (existing approaches to trans-
parency evaluation) by highlighting their role as founda-
tional building blocks. However, their uneven treatment across
studies also informs RQ3 (strengths, limitations, and gaps),
underscoring the need for integrated approaches that treat
traceability, explainability, and communication as mutually
reinforcing rather than isolated components.

B. Theme 2: Dominance of Checklists and Qualitative Meth-
ods

Across the 28 included studies, checklist-based approaches
were the single most common way to evaluate transparency
(928; 32%) [271, [19], [28], [25], [29], [30], [17], [31],
[20], followed by scenario-based qualitative assessments (5/28;
18%) [21], [4], [32], [33], [34]. Explainability-output-driven
evaluations (e.g., using SHAP/LIME artefacts) and survey
instruments each appeared in 4/28 studies (/4% apiece), while
index-style composites were less frequent (3/28; 11%). Score-
style metrics were rare (2/28; 7%), and explicit rating-scale

schemes appeared only once (1/28; 4%).!

This pattern is consistent with the field’s reliance
on governance-aligned checklists (e.g., ALTAl-inspired in-
struments) and structured internal-audit playbooks (e.g.,
SMACTR; POLARIS; MLOps audit catalogues), which are
accessible and broadly usable across domains [17], [30], [28],
[25]. However, checklist implementations showed variable
methodological quality in our review: while many were robust,
some scored lower on our quality assessment (e.g., overall
study QA scores in the 2.5-4.5 range), and, critically, few
offered granular scoring, maturity levels, or CI/CD-friendly
automation. In short, they structure the conversation, but they
rarely quantify transparency in a way that is reproducible or
benchmarkable across settings.

Significant counterexamples highlight how quantification
can evolve. The Visibility Index Score (VIS) adapts supply-
chain “visibility” logic to Al pipelines, scoring documentation
quantity, freshness, and accuracy [43]. The Cyrus framework
automates parts of transparency evaluation via FAIR-aligned
metadata and linked-data quality tooling [23]. Both illus-
trate promising routes toward measurable, repeatable assess-
ments—yet each remains bounded by domain and artefact
conventions (VIS by reviewer judgment; Cyrus by metadata-
rich, RDF/FAIR contexts). These limits inform our subsequent
design choices: transitioning from static checklists to artefact-
level metadata, evaluation linkages, and scorecard-driven gap
closure that remain lightweight enough for real-world projects.

IThese tallies refer to the dominant metric type per study when hybrids
were present.
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C. Theme 3: Limited Stakeholder and User Involvement

A striking gap in the reviewed literature is the limited
inclusion of stakeholders, especially end-users, in the design,
execution, and validation of transparency evaluations. Only a
minority of studies (6/28; 21%) explicitly incorporated stake-
holder perspectives into their methods, typically via structured
interviews, surveys, or participatory workshops. Examples
include IntelliLung [24], which involved clinicians to identify
the most relevant artefacts and interpretability measures in
a clinical decision-support context, and the ALTAI-inspired
sectoral adaptations [27], [25], which consulted domain experts
to weight checklist items. However, these engagements were
generally one-off and did not establish feedback loops to
iteratively refine the evaluation over the Al system lifecycle.

Despite regulatory emphasis on transparency being un-
derstandable to affected persons [2], only a small number
of studies incorporate user perspectives into their evaluation
frameworks. FAT-CAT [40] and the survey-based method by
Fehr et al. [22] are exceptions, explicitly including perceptions
of transparency, trust, and understanding in their measurement
schemes.

A significant outlier to the lack of continuous stakeholder
engagement is the Z-Inspection® Framework [4], which em-
beds a structured feedback loop across its Set-Up, Assess,
and Resolve phases. While the stakeholders involved are often
domain experts, project partners, or regulators rather than the
ultimate end-users, the framework ensures that transparency
requirements are revisited and refined after scenario analysis
and ethical issue mapping, and that unresolved gaps feed into
improvement actions. This iterative design demonstrates how
multi-phase engagement can be operationalised, even if end-
user representation remains limited.

From a software engineering perspective, the omission
of such feedback mechanisms in most studies conflicts with
stakeholder-driven models such as Ofem et al.’s transparency
framework [16], which positions stakeholder requirements as
the starting point for defining quality factors and associated
metrics. Without ongoing stakeholder input, whether from end-
users or intermediary stakeholders, transparency evaluations
risk being misaligned with the information needs, literacy
levels, and contextual constraints of those most affected by
Al systems.

In relation to our research questions, this theme directly
addresses RQ2 (how key transparency concerns are addressed)
by showing that while stakeholder relevance is widely recog-
nised in principle, it is rarely operationalised in a structured
and continuous manner. It also informs RQ3 (strengths, limita-
tions, and gaps), identifying the lack of sustained, multi-phase
stakeholder participation as a significant limitation in current
transparency evaluation practice.

D. Theme 4: Sectoral Concentration in Healthcare

Healthcare emerged as the dominant application domain
for transparency evaluation frameworks in our SLR, with 9/28
studies (32%) focusing exclusively on medical Al systems.
These ranged from diagnostic imaging and clinical decision-
support tools to patient-facing health applications[19], [20],
[21], [4], [22], [23], [24], [25], [26].
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The concentration reflects healthcare’s high regulatory
scrutiny, established ethical oversight mechanisms, and the
availability of structured artefacts such as clinical guidelines,
audit logs, and model validation reports.

Relevant examples include IntelliLung [24], which applied
an integrated traceability, explainability, and communication
framework to assess an Al system for lung disease diagnosis,
and RETENTION [26], which evaluated an Al tool for predict-
ing patient readmission risks. Both demonstrated the feasibility
of combining multiple transparency pillars with sector-specific
artefacts and metrics, benefiting from healthcare’s pre-existing
documentation and audit cultures.

In contrast, sectors such as finance, transportation, and
public administration were underrepresented, with most non-
healthcare cases relying on adapted checklists (e.g., ALTAI) or
scenario-based ethical assessments. These domains often lack
the same level of artefact maturity or regulatory compulsion,
resulting in evaluations that are either less comprehensive or
highly context-dependent.

This imbalance has implications for RQ4 (applicability
in real-world Al systems). While healthcare-focused frame-
works offer valuable methodological depth, their artefact-
rich environment may not translate directly to sectors where
documentation practices are less formalised. For cross-sector
applicability, transparency evaluation methods must adapt to
different artefact availability, stakeholder profiles, and regula-
tory drivers without sacrificing rigour. This supports the need,
identified in RQ3, for domain-flexible frameworks that can
scale from artefact-rich to artefact-sparse environments.

E. Theme 5: Partial and Informal Regulatory Alignment

Many transparency evaluation approaches in the reviewed
studies reference regulatory or ethical frameworks, most com-
monly the EU AI Act, the Al HLEG Ethics Guidelines
for Trustworthy Al, or sector-specific standards. However, in
20/28 studies (71%), this alignment was partial or informal:
regulatory documents were cited as conceptual anchors, but
their specific obligations were not systematically translated
into evaluation criteria or metrics.

For example, several healthcare-focused studies mapped
their checklists to the Al HLEG requirements [17] or to
medical device regulations, but did not provide a traceable
mapping between regulatory clauses (e.g., EU Al Act Article
13 obligations for high-risk systems) and the artefacts or
scores used in their evaluations. Similarly, frameworks such
as ALTAI were adapted to specific organisational contexts
without maintaining the whole structure or weighting defined
in the original.

Only a small subset of studies (4/28; 14%) achieved strong
formal alignment by creating explicit mappings from regula-
tory text to artefacts, evaluation metrics, and scoring logic.
Examples include RETENTION [26] and POLARIS [28].
These approaches demonstrated clearer audit readiness and
traceability of compliance claims but required significant up-
front investment in legal-technical translation.

In relation to our research questions, this theme informs
both RQ2 (how key transparency concerns are addressed) and
RQ3 (strengths, limitations, and gaps). It shows that while
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regulatory references are widespread, operationalisation into
concrete, verifiable measures is inconsistent. This gap high-
lights the importance of evaluation frameworks that integrate
regulatory requirements directly into artefact-metric mappings,
allowing for compliance checks alongside broader ethical
evaluations.

FE. Theme 6: Gaps in Standardisation and Lifecycle Integra-
tion

A recurring limitation across the reviewed studies is the
lack of standardisation in how transparency is defined, mea-
sured, and maintained over an Al system’s lifecycle. Even
when similar terminology is used (e.g., “traceability” or
“model interpretability””), the underlying definitions, artefacts,
and metrics vary considerably, making cross-study comparison
and benchmarking difficult. This variability extends to the
granularity of evaluation (system-level vs. component-level),
the form of evidence accepted (qualitative descriptions vs.
quantitative scores), and the frequency of assessment.

Lifecycle integration is also underdeveloped. Most frame-
works focus on a single point-in-time evaluation, often pre-
deployment or post-deployment, without mechanisms for re-
assessment as the system evolves. Continuous monitoring,
when mentioned, was generally conceptual rather than oper-
ationalised through automated pipelines or version-controlled
artefact registries.

A few exceptions, such as Cyrus [23], VIS [43], and Z-
Inspection® [4], incorporate repeatable measurement processes
and artefact tracking. In particular, Z-Inspection® embeds
a structured feedback loop across its Set-Up, Assess, and
Resolve phases, enabling transparency requirements to be
revisited and refined in light of new evidence or system
changes. While the involved stakeholders are typically domain
experts or project partners rather than end-users, this lifecycle-
aware design demonstrates how continuous evaluation can be
operationalised in practice.

A number of studies also reported unintended conse-
quences of transparency practices. For instance, Lee et al. [40]
noted increased user anxiety when information was disclosed
without sufficient context, while Fehr et al. [22] highlighted
concerns from developers regarding the exposure of proprietary
information. These findings illustrate the need to balance
transparency with usability, commercial confidentiality, and
cognitive burden, ensuring that lifecycle-integrated evaluations
do not inadvertently reduce user trust or hinder adoption.

This theme directly addresses RQ3 (strengths, limitations,
and gaps) by identifying the absence of standardised defini-
tions and cross-domain benchmarks, and RQ4 (applicability
in real-world Al contexts) by showing that without lifecycle
integration, transparency evaluation risks becoming a compli-
ance snapshot rather than an ongoing governance practice.
The findings support the need for artefact-driven, metadata-
based approaches that can be embedded into development
workflows, enabling continuous, comparable, and stakeholder-
relevant transparency evaluation.

VII. DISCUSSION

This section synthesises the key findings of the review
in relation to the four research questions. It reflects on the
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strengths and limitations of current transparency evaluation
practices in artificial intelligence, highlights existing gaps, and
considers implications for future research and practice.

A. RQI: Existing Approaches to Transparency Evaluation

Many studies introduced formal instruments such as ALTAI
[17], POLARIS [28], and RETENTION [26], which aim to
structure transparency evaluation through checklists or com-
posite scoring. Others, like Z-Inspection® [4], offer qualitative,
scenario-based frameworks grounded in ethical deliberation
and stakeholder reflection. While these approaches enhance
contextual sensitivity, they do not offer quantitative scoring or
automation features.

Collectively, they reflect a growing recognition of the need
to move beyond abstract principles and towards operational
methods. Despite this progress, a clear pattern emerged: the
majority of studies adopt qualitative or semi-structured meth-
ods, with limited attention to scoring granularity, automation,
or lifecycle integration. Checklist-based approaches remain
dominant but are often used without weighting, maturity
models, or replicable metrics. Few studies propose evaluation
instruments that can be implemented at scale or embedded into
technical workflows.

B. RQ2: How Key Transparency Concerns are Addressed

Thematic analysis indicates that transparency is predomi-
nantly conceptualised as a multi-dimensional construct encom-
passing traceability, explainability, and communication. While
most studies address at least one of these pillars, only a limited
number propose integrated frameworks that operationalise all
three in a cohesive manner.

Traceability and explainability are the most frequently
addressed dimensions, commonly through system documenta-
tion, model-level interpretation methods, or audit trails. In con-
trast, communication, especially toward non-technical users or
impacted stakeholders, remains significantly underdeveloped
across the literature.

Although many frameworks reference values such as trust,
usability, or ethical alignment, only a minority explicitly incor-
porate stakeholder or end-user perspectives in the evaluation
process. Notable exceptions include the FAT-CAT framework
[40] and the transparency survey developed by Fehr et al. [22],
both of which engage user feedback more directly. However,
such examples remain rare.

This highlights a persistent gap between the normative
emphasis on stakeholder-centred transparency and the current
reality of system- or expert-centric evaluation practices. Most
frameworks still prioritise internal validation or technical ex-
plainability over participatory or communicative transparency
mechanisms.

C. RQ3: Strengths, Limitations, and Gaps

Several strengths can be observed in the reviewed liter-
ature. First, there is increasing convergence around the idea
that transparency must be evaluable, not merely aspirational.
Second, the inclusion of sector-specific indicators, particu-
larly in healthcare, demonstrates the potential for contextual
adaptation. Third, some studies have made significant strides
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in mapping transparency to legal or ethical requirements.
Nonetheless, persistent limitations were identified:

e Overreliance on checklists and qualitative
assessments, with limited support for scoring,
automation, or benchmarking.

e Lack of standardised frameworks or maturity models
for transparency.

e Limited stakeholder inclusion, especially in the
evaluation of communication clarity or user
understanding.

e Inconsistent treatment of lifecycle phases, with
transparency often evaluated only at the design stage
or after.

e  Conceptual conflation between transparency, explain-
ability, and related constructs.

These limitations mirror concerns raised in prior literature.
For instance, Mittelstadt et al. [45] warned against ambiguity
in transparency definitions, arguing that a lack of clarity
undermines both the interpretability of Al systems and the
accountability of their developers.

D. RQ4: Applicability in Real-World Al Contexts

Of the 28 studies reviewed, 23 (82%) [43], [30], [41],
[31], [21], [4], [39], [22], [23], [44], [40], [35], [33], [27],
[34], [36], [37], [28], [24], [25], [38], [26], [29] were applied
in real-world contexts, suggesting a growing emphasis on
empirical validation. These included pilot implementations,
case studies, and evaluations of deployed systems, particu-
larly in healthcare and cybersecurity domains. However, even
among applied studies, evaluation methods often lacked formal
mechanisms for compliance verification, stakeholder feedback
loops, or documentation updates over time. Moreover, the
strong concentration of studies in healthcare raises questions
about generalisability. While medical Al offers a high-risk,
high-regulation testbed, other domains, such as education,
employment, or defence, are underexplored. This suggests that
many existing frameworks may not yet be transferable to
broader or less-regulated contexts.

E. Additional Observations and Future Trends

Emerging findings suggest that increased transparency can
paradoxically raise user anxiety or cognitive burden, as demon-
strated by Lee et al. [40]. Furthermore, several studies highlight
the potential need for transparency toolkits, particularly for
SMEs, to operationalise legal requirements in accessible ways.
Concepts such as real-time Al dashboards (Al cockpits’)
[33] or safe harbour mechanisms [31] also represent future
directions worth exploring.

F. Synthesis and Implications for Future Research

Taken together, the findings highlight both progress and
persistent gaps in the operationalisation of transparency in
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Al systems. While concrete evaluation methods are emerging,
their diversity in scope, terminology, and measurement ap-
proaches underscores a lack of standardisation that complicates
benchmarking across domains.

1) Fragmentation and standardisation challenges: Similar
concepts, such as traceability or interpretability, are often op-
erationalised differently, with artefacts ranging from checklists
and surveys to explainability-based metrics. This fragmentation
limits cross-domain comparability and reinforces the need for
adaptable yet standardised schemes.

2) Lifecycle integration and sustainability: Most methods
assess transparency only at discrete points, making it a compli-
ance “snapshot” rather than an ongoing governance practice.
Exceptions such as Cyrus and VIS point to lifecycle-aware
approaches, but these remain isolated and not widely adopted.

3) Stakeholder perspectives and unintended consequences:
Few studies systematically include user perspectives. Where
they do, such as FAT-CAT [40] or Fehr et al. [22], results show
both benefits and unintended consequences (e.g., increased
anxiety when disclosure lacks context, or concerns about ex-
posing proprietary information). This underscores the tension
between usability, confidentiality, and cognitive burden.

4) Quality assessment insights: The quality assessment
(QCA1-QCAS) provides additional perspective. While QCA1
(clarity of evaluation method) and QCA3 (discussion of
strengths and limitations) scored highly (over 90%), QCA4
(comparison with other frameworks) was much weaker at
46.4%. As a result, transparency evaluation remains frag-
mented and difficult to contextualise, undermining compara-
bility across sectors.

5) Bridging ethics and engineering: The three-pillar fram-
ing of traceability, explainability, and communication, first
articulated by the AI HLEG [1], offers a conceptual an-
chor. Mapping these pillars to quality factors from software
engineering (e.g., accessibility, usability, understandability)
suggests a bridge between high-level ethical principles and
measurable lifecycle practices.

Beyond these priorities, the review highlights an overar-
ching limitation: the lack of artefact-driven methods capable
of embedding transparency evaluation into day-to-day devel-
opment workflows. Existing frameworks rarely provide mech-
anisms for capturing, standardising, and reusing transparency
artefacts across system versions and contexts. This is a critical
gap given the need for reproducibility, comparability, and
regulatory accountability in real-world Al applications.

Addressing this limitation directly informed our subsequent
work—a companion paper, which extends the Z-Inspection®
process within the MANOLO context by proposing a Trans-
parency Artefact Registry. TAR operationalises the insights of
this SLR by offering a structured, metadata-based approach for
cataloguing transparency artefacts, linking them to stakeholder
requirements, and supporting continuous lifecycle evaluation.
In doing so, it aims to provide researchers, practitioners, and
regulators with a verifiable and repeatable mechanism for
demonstrating transparency in line with European regulatory
and ethical standards.

6) Design implications: The deficits identified map to
an artefact-driven remediation. Missing standardisation calls
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for a minimal metadata schema that normalises transparency
artefacts across projects. Weak lifecycle integration requires
a versioned registry that tracks artefacts across releases and
updates. Informal regulatory alignment is addressed by explicit
field-level mappings from artefacts to EU AI Act obliga-
tions (e.g., Article 13 on traceability and user information).
Limited stakeholder inclusion is realised by tagging artefacts
with stakeholder roles and providing communication-ready
views. These elements motivate the TAR and align with Z-
Inspection®.

Ultimately, transparency should not be treated as a static
artefact or the outcome of a checklist, but as a dynamic,
context-sensitive, and stakeholder-driven attribute that must be
continuously embedded throughout the Al system development
lifecycle.

VIII. CONCLUSION

This paper has presented an SLR of 28 peer-reviewed stud-
ies on transparency evaluation in artificial intelligence systems.
The analysis revealed that while transparency is widely recog-
nised as a requirement for trustworthy and accountable Al, cur-
rent evaluation methods remain fragmented. Most approaches
rely on qualitative checklists or scenario-based assessments,
with limited support for scoring, standardisation, or lifecycle
integration. Stakeholder involvement, particularly from end-
users, is still rare. In particular, the communication dimension
of transparency, meaning the disclosure and presentation of
information about Al systems to users, regulators, and other
stakeholders in accessible and understandable ways, remains
underdeveloped compared to traceability and explainability.

Despite these limitations, the review identified encouraging
trends. Several studies successfully link transparency evalua-
tion to regulatory or ethical requirements, others adapt sector-
specific indicators (notably in healthcare), and a minority
demonstrate mechanisms for empirical validation in real-world
systems. Together, these works mark a gradual shift from
aspirational principles to operational practices.

At the same time, persistent gaps were observed: the
lack of shared taxonomies and maturity models, insufficient
mechanisms for continuous evaluation across the Al lifecycle,
and the absence of artefact-driven methods for capturing and
reusing transparency evidence. These findings highlight both
the strengths of current approaches and the need for more
systematic, repeatable, and scalable solutions.

The results of this review directly inform our subsequent
work within the context of the MANOLO project, where
we extend the Z-Inspection® Framework with a Transparency
Artefact Registry (TAR). By cataloguing transparency artefacts
through structured metadata and linking them to stakeholder
requirements and regulatory obligations, TAR provides a prac-
tical means of addressing the limitations identified in this
review. In this way, the SLR serves as both a state-of-the-
art assessment and the conceptual foundation for developing
artefact-based mechanisms that enable transparency to be
continuously evaluated and demonstrably aligned with the EU
AT Act.

In sum, transparency evaluation is moving from principle to
practice but remains methodologically fragmented and weakly
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grounded across the Al lifecycle. Closing this gap requires
standardised taxonomies, comparable metrics, and evidence-
bearing artefacts embedded in development and compliance
workflows.

Future research should therefore focus on refining such
artefact-driven approaches, testing their applicability across
domains beyond healthcare, and ensuring that stakeholder
perspectives are integrated in a sustained and iterative manner.
Only by embedding transparency throughout the lifecycle of
Al systems can it become a verifiable attribute of trustworthy
Al rather than a static aspiration.
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