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Abstract—Blockchain technology has emerged as a 

transformative force within the e-commerce industry, offering 

significant potential to address longstanding issues such as data 

security, transaction transparency, and customer trust. Despite 

its growing relevance, the academic exploration of blockchain 

applications in e-commerce remains fragmented and lacks a 

cohesive research agenda. This study conducts a comprehensive 

bibliometric analysis to map the intellectual landscape of 

blockchain applications in e-commerce, identifying influential 

publications, key authors, prominent journals, and major 

thematic trends. Using data extracted from the Scopus database 

between 2014 and 2024, the study employs bibliometric tools such 

as VOSviewer and Biblioshiny for performance analysis and 

science mapping. The analysis reveals a steady increase in 

research interest, with dominant themes including trust, smart 

contracts, supply chain management, and secure payments. 

Furthermore, the findings indicate that most research is 

concentrated in technologically advanced countries, and 

collaborations among scholars remain limited. By interpreting 

these patterns, the study uncovers critical gaps in the literature 

and proposes future research directions focusing on consumer 

behavior, regulatory frameworks, cross-border challenges, and 

integration with emerging technologies like AI and IoT. The 

results contribute to a clearer understanding of the evolution of 

blockchain research in e-commerce and provide a foundation for 

academics and practitioners to develop more secure, efficient, 

and user-centric digital commerce systems. 
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I. INTRODUCTION 

The Fourth Industrial Revolution (4IR) is transforming the 
globe and altering how people interact with each other, their 
jobs, and their personal lives. The 4IR is a series of shifts in the 
creation, exchange, and distribution of economic, political, and 
social value that have been synchronized to occur globally in 
the digital sphere and impact both businesses and livelihoods 
[1]. According to the literature, because e-commerce platforms 
record and process every transaction that takes place on them, 
they must deal with enormous volumes of sensitive data, 
including banking information, personal information, and 
customer preferences [2]. Errors, fraud, and forgeries may arise 
because current e-commerce systems calculate and store 
customer data on a centralized cloud server [3]. Security is an 
issue because so few e-commerce companies have 
implemented blockchain [4]. 

It is suggested that e-commerce difficulties are complex, 
with some requiring the attention of the company in addition to 

individuals. Limited credit card adoption, a high percentage of 
technological illiteracy, worries about logistics, internet access 
and use, bandwidth prices, a lack of ICT infrastructure, trust, 
and security are some of the individual problems [5]. As 
blockchain technology has developed, more researchers have 
focused on leveraging it to boost the trust of e-commerce 
platforms [6]. The literature [7] claims that while artificial 
intelligence may be used to improve the search engine, 
recommendation system, and transaction monitoring of e-
commerce platforms, blockchain technology may improve the 
security, data transparency, and trust of these platforms. The 
blockchain-based "decentralized authentication" model, which 
is the new authentication technology proposed in the paper [2], 
can significantly increase the security and credibility of e-
commerce platforms for luxury brands. The use of blockchain 
technology in e-commerce platforms is the main topic of the 
study, which focuses on enhancing supply chain management, 
boosting trust, optimizing data management, and enhancing 
security [8]. A framework for trade facilitation for blockchain-
based e-commerce platforms was developed in the literature 
with the goals of protecting consumer privacy, streamlining 
transaction procedures, and enhancing data management [9]. A 
smart contract for managing e-commerce that can consistently 
capture and validate transaction records and automatically 
execute e-commerce transactions is constructed using 
blockchain technology in the literature [10]. To solve the 
present data security issues in e-commerce platforms, a novel 
blockchain-based data encryption technique is offered [11]. By 
combining the distributed, tamper-evident, and decentralized 
characteristics of blockchain, this technique improves the data 
security of e-commerce platforms [12]. 

Logistics, a lack of qualified workers to develop e-
commerce platforms, weak internet security, insufficient legal 
frameworks, misalignment between business, IT, and 
operational units, stakeholder engagement, a lack of funding 
and top management support, and the costs of advertising and 
payment gateways are some of the organizational challenges 
[13]. The ability to trace an item's origins through contract 
identification, data exchange, and system protection is 
considered an aspect of security [14]. The security issue in e-
commerce is said to be resolved by using blockchain 
technology [14]. Blockchain technology is predicted to 
drastically alter a variety of corporate applications and 
processes, with substantial ramifications for e-commerce [15]. 
The use of blockchain has been the subject of numerous 
studies, including the following: e-commerce, tourism and 
hospitality, operations management, supply chain, and 
agriculture [16]. 
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Smart contracts that enable supply chain automation, record 
management, payment applications, traceability support, and 
other business interactions are made possible by blockchain, a 
decentralized, distributed directory [17]. By using blockchain 
track and trace capabilities, a blockchain-based e-commerce 
strategy will ensure authenticity [12]. Additionally, the 
decentralized and encrypted core technology of blockchain 
enables track and trace capabilities [18]. This technology 
creates a distributed database that is inaccessible to 
unauthorized users by encrypting and storing data in a chain of 
back-linked information blocks, ensuring data integrity and 
accountability. 

When analyzing blockchain technology, three factors need 
to be considered: technical, business, and legal. Blockchain 
technology's technological component is a database that keeps 
an entirely transparent distributed ledger. A peer-to-peer 
network for trading assets, value, and transactions makes up 
the business component. Finally, the legal component replaces 
previously trusted entities by validating transactions [12]. 
Blockchain technology's main benefits include the 
decentralized and transparent storage of transaction 
information, the database's operation by a network of 
computers known as nodes, which eliminates a single point of 
failure, real-time access to information, and the elimination of 
the need for middlemen to complete transactions, which lowers 
transaction costs [19]. Blockchain could improve e-commerce 
in addition to security [12]. First, by eliminating the need for 
middlemen, blockchain transactions on a single network enable 
faster speeds and lower costs [20]. Second, blockchain 
improves supply chain management by storing and recording 
product information. This enables the tracking of every 
product's life cycle, including who made it, what resources 
were utilized, where it came from, where it was stored, who 
bought it, and who completed the transaction [21]. Lastly, 
because each transaction is recorded on a shared ledger and 
cannot be altered, blockchain technology encourages trust and 
transparency in payments [12]. 

The primary research topics in the area of blockchain in e-
commerce are mapped out with the use of the bibliometric 
technique. Important topics like the evolution of e-commerce 
and its uses in the Industry 4.0 era have been the subject of 
studies [22]. By identifying regions that have been thoroughly 
investigated and those that need more inquiry, this can help 
direct future studies. As was already indicated, the second 
limitation is that, despite the topic's ongoing and growing 
development, no study publication has been deemed 
sufficiently thorough. By examining the references, one can 
learn about the most referenced papers, prestigious 
publications, and the general influence of this field's study. 
This can aid in comprehending the importance and scope of 
different investigations. A number of methodological experts 
have stressed the necessity of a systematic review procedure to 
arrive at more impartial conclusions in literature reviews [23]. 
Future research can examine each theme group in greater detail 
and on a wider scale, thanks to bibliometric analysis. The 
increase of short films in e-commerce will be examined in this 
study by examining publications that were indexed in the 

Scopus database between 2014 and 2024. Identifying 
significant study clusters and important issues in this area, 
examining the connections between research topics, and 
influencing blockchain research in short-term commerce are 
the three main goals. This work attempts to contribute to the 
growth of this subject by offering a thorough and current 
review of the present research environment on blockchain in e-
commerce through a mix of three methods: keyword co-
occurrence, co-citation analysis, and bibliographic coupling. 

This is how the rest of the study is organized: In Section II, 
the research gap is identified and the associated literature is 
reviewed. The suggested methodological architecture is shown 
in Section III. The experimental setup and evaluation findings 
are covered in Section IV. A discussion of the results and their 
implications is given in Section V. The work is finally 
concluded in Section VI, which also offers recommendations 
for further research. 

II. LITERATURE REVIEW 

A. E-Commerce 

The term "e-commerce" describes online buying and 
selling. E-commerce, however, encompasses more than just 
monetary exchanges between customers and companies. It also 
includes non-monetary exchanges between the company and its 
customers [24]. The current literature on e-commerce has been 
categorized and arranged systematically by previous review 
studies. In one of the first review papers on e-commerce, the 
field into three areas: applications, technical issues, and 
implementation and support [25]. Themes like reference 
architectures, recommendation systems, online consumer 
behavior research, and e-commerce in specific geographic 
locations [26]. 

Previous scholarly studies have extensively examined the 
development of e-commerce. The industry has undergone a 
substantial digital transition, according to Kauffman et al. [27], 
who emphasize how information technology has changed e-
commerce by creating value based on business networks. In a 
similar vein, Schulze et al. [28] present a framework that looks 
at the extent of e-business adoption and how it affects firm 
performance. According to this framework, organizational 
characteristics like competitor and customer orientation, 
organizational learning capacity, and top management support, 
as well as competitive conditions like normative pressures and 
customer power, serve as important antecedents of adoption 
and success. Their results also show that the degree of 
technological and market uncertainty affects the relationship 
between adoption intensity and performance. 

B. Blockchain and E-Commerce 

The Internet required several decades to evolve from a 
communication-oriented network serving mainly academic and 
military organizations into a technological infrastructure 
capable of supporting commercial activities [29]. Nevertheless, 
shortly after the emergence of the World Wide Web, the 
number of commercial websites increased dramatically, and e-
commerce rapidly gained recognition as a global business 
model [25]. 
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According to modern businesses, the internet has proven to 
be useful for improving marketing strategies. It approaches in a 
number of situations, such as conducting marketing research, 
offering customer service and experiences, distributing 
products, and resolving problems [30]. Modern firms are able 
to produce new products and services, boost market 
transparency, and operate more effectively and efficiently 
because of the inherent value of internet marketing [31]. Over 
the past decade, e-commerce has grown rapidly and emerged 
as a major industry [25]. Due to a number of recent 
technological advancements, online shopping has become one 
of the most popular consumer pastimes. Among these is 
blockchain technology [32]. A blockchain is a kind of peer-to-
peer, decentralized database that is spread throughout every 
node in the network of trustless blockchains. A blockchain is a 
collection of blocks, as the name suggests. Each block contains 
specific features to maintain the integrity of the entire 
blockchain. To preserve this integrity, the blockchain uses 
robust cryptography [33]. 

"A fully distributed system designed to cryptographically 
record and preserve a consistent, immutable, and linear log of 
transactions among network participants", is a generic 
description of this technology [34]. This definition reflects the 
growing ubiquity of cloud-connected digital devices, growing 
cloud storage infrastructures, and sophisticated data analytics, 
all of which demonstrate how resilient blockchain is to 
technical advancements in the digital age [35]. Furthermore, a 
variety of cutting-edge financial instruments can be developed 
thanks to blockchain's highly flexible and programmable 
character, especially in the fields of payment and transaction 
systems [36]. 

E-commerce is the practice of purchasing and selling goods 
and services via the Internet [25], utilizing electronic 
communication and information processing technology in 
business dealings [37]. This digital environment enables 
consumers to interact, share opinions, and compare experiences 
online, thereby expanding their choices and facilitating rapid 
evaluations of products and services [38]. In this context, 
blockchain technology offers highly secure transaction services 
by eliminating intermediaries and protecting buyers’ financial 
information, as all activities are cryptographically secured and 
transaction records among verified participants are 
permanently maintained [39]. 

Blockchain represents a set of technologies that influences 
e-commerce by addressing challenges related to organizational 
structure, quality assurance, customer trust, regulatory 
compliance, and technological efficiency. It relies on various 
consensus mechanisms for validation and creates 
unprecedented technological possibilities for digital commerce 
[40]. Based on these characteristics, blockchain systems can be 
categorized into three main types: permissionless blockchains, 
where all nodes are allowed to read, submit, and validate 
transactions; public permissioned blockchains, in which 
transactions are publicly visible but only authorized nodes may 
write or validate them; and private permissioned blockchains, 
where access to viewing, submitting, and processing 
transactions is restricted to approved participants [12]. 

III. METHODOLOGY 

A. Bibliometric Analysis 

According to [41], bibliometrics is a research methodology 
that has grown in popularity as a means of comprehending 
scholarly literature as electronic versions have become more 
widely available. The term "bibliometrics" refers to a broad 
category of methods that differ in their nature and purpose, 
including co-word analysis, citation analysis, bibliographic 
coupling analysis, and co-citation assessment [42, 43]. This 
method is widely used in information science and libraries and 
is thought to be a crucial instrument for analysis, planning, and 
assessment. Through content analysis or citation analysis, it 
frequently offers quantitative insights that are useful for 
evaluating the significance, applicability, and evolution of 
scholarly publications. The use of statistical analysis in the 
creation of bibliographies is the primary characteristic that 
distinguishes bibliometrics. In order to conduct a more 
effective literature review, this study employs the scientific 
mapping approach, which is a general procedure of analyzing 
and visualizing domains [44]. 

The literature search and analysis in this study are 
conducted using the bibliometric evaluation method that 
Donthu et al. [45] provided. There are four primary steps in it: 
Step 1: Outlining the bibliometric study's goals and parameters. 
Step 2: Choosing the assessment method. Step 3: Gathering 
information for bibliometric evaluation. Conducting the 
bibliometric analysis and summarizing the results is step four. 

B. Data Collection 

The study's data collection phase can be carried out using a 
variety of information sources or by gaining access to reliable 
academic databases like Web of Science, Scopus, and Google 
Scholar [46]. SCOPUS's output data information is used in this 
study due to its excellent coverage, thoroughness, and quick 
data updates. Similar documents can occasionally be found on 
Google Scholar or the Web of Science [41]. We have extracted 
a total of 1.132 (samples/documents) in the scope of “Article 
title, Abstract, Keywords” with the search keyword 
“Blockchain” AND in the scope of “All fields” with the search 
keyword "e-commerce" OR "electronic commerce" OR "online 
shopping" OR "digital marketplace". Articles from the last ten 
years, from 2014 to 2024, are included in the research time 
frame. This makes the essay more objective with current data 
and assesses the general overview of the blockchain topic, 
which helps to best direct the research. The real procedure for 
doing bibliographic analysis is shown in Fig. 1. In order to 
gather data for the final analysis, this method involves filtering 
processes. 

C. Data Analysis Procedure 

Graphs facilitate conclusion-making, decision-making, and 
prediction by making information easy to comprehend and 
assess. Using VOSviewer, a free tool for creating and 
displaying bibliometric analysis, we may create various 
networks based on keywords, citations, publishing sources, 
authors, and common citations [47]. In this study, bibliometric 
analysis is conducted using the software "VOSViewer", which 
contains facilities for graphical depiction of multidimensional 
data. 
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Fig. 1. The actual process of conducting bibliographic analysis. 

IV. RESULTS 

A. Bibliometric Analysis 

Blockchain technology began in 1991 when Haber and 
Stornetta came up with the concept of a cryptography-secured 
digital ledger system [48]. Their approach laid the groundwork 
for what would eventually be known as Blockchain by 
enabling transparent and unchangeable tracking of document 
modifications. Although preliminary research started in 2014, 
blockchain has gained popularity among scholars worldwide 
since the end of 2016, when e-commerce took off. Statistics on 
the quantity of publications by year are displayed in Fig. 2. The 
statistical findings allow for a three-stage analysis of the 
evolution of blockchain research: 

Stage 1 (2014–2015): There was just one publication 
annually, and the number of investigations stayed low. This 
suggests that at the time, blockchain technology in e-commerce 
was still in its infancy. 

Stage 2 (2016–2017): Blockchain research gained traction 
starting in 2016, as seen by a notable spike in publications, 
particularly in 2018. This expansion might be related to the fact 
that a lot of e-commerce companies started looking into how 
blockchain could improve supply chain management, 
transaction transparency, and efficiency, as well as product 

information verification. For blockchain technology to 
progressively infiltrate the e-commerce industry in the ensuing 
years, this was a critical first step. 

Stage 3 (2018–2024): There were roughly 48 studies in 
2018 compared to over 264 in 2024, and there are no 
indications that this number will be declining very soon. This 
suggests that the scientific community is paying more and 
more attention to blockchain as a "hot" study topic. 

 
Fig. 2. Number of publications published by year from the Scopus database. 

B. Analysis of Documents by Country or Territory 

Based on statistical data from 2014 to 2024, Fig. 3 displays 
1,168 research publications about blockchain technology that 
have been published globally. When compared to other 
nations, China dominates with 348 publications. This outcome 
is indicative of China's robust investment approach in 
blockchain research and implementation, specifically in the 
domains of digital payments, supply chains, and e-commerce 
[49]. With 216 articles, India comes in second, indicating the 
swift expansion of its innovation ecosystem and blockchain-
based solutions catering to the local digital commerce industry 
[50]. 

 
Fig. 3. Documents by country or territory. Source: From the Scopus database. 

With 94 publications, the US comes in third. Despite being 
a global leader in the development of blockchain technology, 
there aren't many studies that are especially about e-commerce. 
This could be the result of a wider field of research or 
disciplinary fragmentation. With publishing numbers ranging 
from 27 to 45, other industrialized nations like the United 
Kingdom, South Korea, Taiwan, Australia, and Canada also 
have some interest in this subject. All things considered, Asia 
is becoming a center for blockchain research in the e-
commerce space, which has enormous opportunities for the 
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creation of distributed technology-based digital business 
models. 

C. Analysis of Documents by Author 

A concentration of research within a small group of 
scientists is indicated by the fact that some writers have more 
publications than others. Close scientific collaboration and a 
quick expansion of the field's knowledge may result from this. 
Numerous people contribute to the study of blockchain and e-
commerce, despite the presence of a few well-known authors. 
This demonstrates a wide range of interest in the subject and 
the possibility of many viewpoints and approaches. This study 
examines the author's publication count, highlighting the 
noteworthy contributions of a select few academics while also 
demonstrating the diversity of the blockchain and e-commerce 
research team. Finding top subject matter experts and research 
cooperation opportunities for upcoming publications can be 
facilitated by this information. Some authors with at least four 
publications, with notable research articles on blockchain and 
e-commerce are depicted in Fig. 4. 

The development and improvement of blockchain systems 
in e-commerce is the main focus of the research of the five 
most prolific authors in this subject, as Table I demonstrates. 

To enhance supply chain management effectiveness, security, 
and dependability, these studies have helped to build and 
improve traceability models in blockchain-based e-commerce. 
Studies on blockchain systems in e-commerce were made 
possible by the work of Ferrer-Gomila and Hinarejos [51]. 
Other researchers might combine blockchain, IoT, and AI to 
improve real-time traceability systems, broaden applicability in 
different e-commerce domains, and assess usefulness using 
real-world deployment models. 

 
Fig. 4. Number of publications by author. 

TABLE I.  CORE RESEARCH AUTHORS ON BLOCKCHAIN 

Authors Title General findings from the articles No. of 

Ferrer-

Gomila, J.L. 

Ferrer-Gomila 

and Hinarejos 

“A Hard-Timeliness Blockchain-Based Contract Signing 

Protocol” 

- Applying b lockchain in  electronic contract 

signing to replace trusted third  parties (TTP), 

thereby enhancing fairness, timeliness, and non-

repudiation in transactions. 

- Using the BC-Optimist ic model, which activates 

blockchain only in cases of dishonest behavior, 

helps reduce costs and increase efficiency. 

- Applying b lockchain in  multi-party or multi-

supplier contexts to meet the need for “all-or-

nothing” contract agreements. 

- Proposing a blockchain-based reward points 

system shared among multiple merchants, 

ensuring security and transferability. 

- Addressing the limitations of traditional 

solutions while affirming the technological and 

economic feasibility of blockchain in practical e-

commerce scenarios. 

6 

Hinarejos et al. 
“Enforcing Fairness With Blockchain Support: Proposals 

for Multi-Two-Party Contract Signing” 

Hinarejos et al. 
“A Secure So lution for a Blockchain-Based Consortium 

Promotional Scheme” 

Ferrer-Gomila 

and Hinarejos 

“A multi-party contract signing so lution based on 

blockchain” 

Ferrer-Gomila, 

and Hinarejos 

“A 2020 perspective on “A fair contract signing protocol 

with blockchain support”” 

Ferrer-Gomila et 

al. 

“A fair contract signing protocol with blockchain 

support” 

Hinarejos, 

M.F. 

Ferrer-Gomila 

and Hinarejos 

“A Hard-Timeliness Blockchain-Based Contract Signing 

Protocol” 

- Applying b lockchain in  electronic contract 

signing to replace trusted third  parties (TTP), 

thereby enhancing fairness, timeliness, and non-

repudiation in transactions. 

- Using the BC-Optimist ic model, which activates 

blockchain only in cases of dishonest behavior, 

helps reduce costs and increase efficiency. 

- Applying b lockchain in  multi-party or multi-

supplier contexts to meet the need for “all-or-

nothing” contract agreements. 

- Proposing a blockchain-based reward points 

system shared among multiple merchants, 

ensuring security and transferability. 

- Addressing the limitations of traditional 

solutions while affirming the technological and 

economic feasibility of blockchain in practical e-

commerce scenarios. 

5 

Hinarejos et al. 
“Enforcing Fairness With Blockchain Support: Proposals 

for Multi-Two-Party Contract Signing” 

Hinarejos et al. 
“A Secure So lution for a Blockchain-Based Consortium 

Promotional Scheme” 

Ferrer-Gomila 

and 

Hinarejos 

“A multi-party contract signing so lution based on 

blockchain” 

Ferrer-Gomila 

and Hinarejos 

“A 2020 perspective on “A fair contract signing protocol 

with blockchain support”” 

Huang, 

G.Q. 

Rachana et al. 

“Blockchain-enabled digital assets tokenization for 

cyber-physical traceability in E-commerce logist ics 

financing” 

- Proposing a tokenization system to enable asset 

traceability and transparent data sharing within  

the supply chain. 

- Developing a platform integrating IoT and 

5 

Rachana et al. “Log-flock: A b lockchain-enabled platform for digital 
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asset valuation and risk assessment in E-commerce 

logistics financing” 

blockchain to support pricing and financial risk  

management in e-commerce logistics. 

- Design ing a smart contract system to help small 

businesses gain easier access to financing through 

the supply chain. 

- Build ing a system that allows efficient sharing 

of logistics resources among parties via 

blockchain. 

- Introducing a lean resource-sharing model based 

on blockchain to enhance logistics efficiency. 

Li et al. 
“Blockchain-enabled logist ics finance execution platform 

for capital-constrained E-commerce retail” 

Li et al. 

“Blockchain-enabled workflow operating system for 

logistics resources sharing in E-commerce logistics real 

estate service” 

Li and Huang 
“Blockchain-enabled workflow management system for 

fine-grained resource sharing in E-commerce logistics” 

Li, M. 

Rachana et al. 

“Blockchain-enabled digital assets tokenization for 

cyber-physical traceability in E-commerce logist ics 

financing” 

- Using blockchain to tokenize digital assets, 

enhancing traceability and transparency in 

financial logistics for e-commerce. 

- Applying blockchain and auction mechanisms 

to flexibly share cloud-based warehousing 

resources. 

- Developing a blockchain platform to provide 

financial support for underfunded e-commerce 

businesses in the logistics sector. 

- Creating a blockchain-based operating system 

for sharing real estate resources in logistics. 

- Implementing a detailed, real-time logist ics 

resource-sharing system powered by blockchain. 

5 

Li et al. 
“Toward resilient cloud warehousing via a blockchain-

enabled auction approach” 

Li et al. 
“Blockchain-enabled logist ics finance execution platform 

for capital-constrained E-commerce retail” 

Li et al. 

“Blockchain-enabled workflow operating system for 

logistics resources sharing in E-commerce logistics real 

estate service” 

Li and Huang 
“Blockchain-enabled workflow management system for 

fine-grained resource sharing in E-commerce logistics” 

Xie, C. 

Xie and Luo 

“Solution Design of Traceability System for E-commerce 

Agricu ltural Product Quality and Safety Based on 

Blockchain” - Applying blockchain technology to build  

traceability systems that ensure the quality and 

safety of agricultural products in e-commerce. 

- Enhancing transparency, reliability, and supply 

chain management efficiency in agriculture 

through digital systems capable of verifying 

product origins. 

- Emphasizing blockchain as a promising 

technology to improve quality, safety, and 

traceability in the electronic agricultural supply  

chain. 

5 

Xie and Xiao 

“Traceability of agricultural product quality and safety 

based on blockchain – taking fresh e-commerce as an 

example” 

Luo and Xie 

“Traceability System Construction of Agricultural 

Products Cross-Border E-commerce Logist ics from the 

Perspective of Blockchain Technology” 

Xie and Xiao 
“Research on decision support system of E-commerce 

agricultural products based on blockchain” 

Xie and He 

“Design of traceability system for quality and safety of 

agricultural products in e-commerce based on blockchain 

technology.” 
 

D. Bibliographic Coupling 

The concept that two published studies with comparable 
references are most likely about the same topic is the 
foundation of a scientific mapping technique known as 
bibliographic coupling [52]. This study's data analysis based on 
common keywords used by authors in clusters did not include 
keywords that were also used as "search terms" (which will be 
looked at separately in the keyword co-occurrence analysis 
method below). This is because the purpose of these keywords 
is to serve as a helpful evaluation tool to uncover the content 
[53]. Fig. 5 shows the four main research clusters that were 
found, and they are as follows: 

1) Data sharing, fraud detection, and security: This 

cluster focuses on using blockchain technology to improve 

security, identify fraud, and facilitate safe data exchange in 

digital systems. [54, 55] are important studies. 

2) Supply chain and logistics management: The focus of 

this cluster is on using blockchain technology to increase 

supply chain and logistics management's efficiency, 

traceability, and transparency. The [56, 57] are notable 

studies. 

3) Digital rights management and the sharing economy: 

This cluster investigates the use of blockchain technology in 

digital rights management, the sharing economy, and the 

creation of legal frameworks via smart contracts. The [58, 59] 

are important studies. 

4) Management of business processes and manufacturing: 

This cluster focuses on using blockchain technology to 

manage manufacturing and business processes to improve 

industrial operations' dependability, efficiency, and 

transparency. The [60, 61] are significant studies. 

The analysis's findings demonstrate the variety of 
blockchain-related e-commerce study areas. Numerous facets 
of blockchain technology have been examined in studies, such 
as supply chain and logistics management, digital rights 
management, fraud detection, data security, and safe data 
exchange, as well as applications in business process 
management and production. Each cluster highlights the 
growth and adaptability of blockchain technology across 
several e-commerce-related areas, reflecting a unique study 
strategy. With an emphasis on combining blockchain with 
other technologies like IoT, AI, and smart contracts, the 
research trend indicates a move away from theoretical studies 
and toward workable solutions. Furthermore, topics including 
operational efficiency, privacy, openness, and sustainability are 
increasingly taking center stage in current research. This 
suggests that blockchain is evolving into a fundamental 
platform for reimagining digital business models rather than 
just a technology that facilitates transactions. 
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Fig. 5. Bibliographic coupling analysis results from VOSviewer. 

E. Co-Citation 

Co-citation analysis can be regarded as a technique to 
gauge the coherence between publications, since it 
concentrates on the frequency with which other documents 
quote two documents together [62, 63]. Co-citation analysis of 
author data is the main topic of this research. Finding out 
whose works are mentioned in the same article and the 
evolution of the research community may be done through 
author co-citation analysis [64]. As seen in Fig. 6, the co-
citation analysis results reveal four unique clusters. 

The green cluster reflects the growing interest in applying 
blockchain technology in fields such as e-commerce, digital 
markets, and energy trading. Studies in this cluster show that 
blockchain is not only a technology that supports financial 
transactions but also holds great potential for enhancing 
transparency, security, and efficiency across various sectors. 
The diversity of applications mentioned—from European 
research markets to peer-to-peer energy trading—demonstrates 
blockchain’s scalability and flexibility in addressing both 
current and future challenges [65, 66]. 

 
Fig. 6. Co-citation analysis results on VOSviewer. 
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The red cluster reflects the increasing interest in applying 
blockchain technology in areas such as supply chains, personal 
data management, and consumer behavior. Studies in this 
cluster indicate that blockchain is not merely a tool for 
financial transactions but also possesses significant potential in 
improving transparency, security, and efficiency across a range 
of industries. The variety of applications discussed, from coffee 
supply chains to consent management in IoT, illustrates the 
scalability and adaptability of blockchain in tackling present 
and future issues [67, 68]. 

The blue cluster reflects the interest in applying blockchain 
technology in distributed systems, e-commerce, and personal 
data management. Research in this cluster reveals that 
blockchain is more than just a financial transaction tool; it also 
has considerable potential to enhance transparency, security, 
and efficiency in numerous areas. The range of applications 
discussed—from distributed marketplaces to consent 
management in IoT—demonstrates blockchain's scalability and 
flexibility in solving current and future challenges [69, 70]. 

F. Keyword Co-Occurrence 

Keyword co-occurrence analysis (i.e., two keywords 
appearing in a text) can better expose the structure of research 
subjects in a field, who also claimed that it helps explain 
research themes. In support of the aforementioned viewpoint, 
keywords are a distilled version of the crucial information that 
researchers include in an article. This approach reveals the 
structure and knowledge components of a scientific area by 
examining the connections between terms in a document. As a 
crucial literary component, keywords can offer a succinct 
synopsis of the main ideas and points of an article. To reaffirm 
the study topic's high level of focus, we increased the 
frequency of keyword recurrence in a publication to at least 
five times.  The 331 research papers yielded 5.625 keywords in 
total. Following data processing, the analysis included 89 
standardized keywords.  The 15 keywords with the highest 
frequency of occurrence in the analysis of short movies in e-
commerce are listed in Table II. 

TABLE II.  FREQUENCY OF CO-OCCURRENCE OF KEYWORDS 

Rank Keywords Frequency 

1 Blockchain 771 

2 Electronic commerce 446 

3 Block-chain 438 

4 e- commerces 209 

5 e-commerce 203 

6 smart contract 146 

7 Blockchain technology 120 

8 Supply chains 115 

9 sale 95 

10 Supply chain management 75 

11 Decentralised 70 

12 Cryptography 67 

13 smart contracts 66 

14 Internet of Things 65 

15 Digital storage 57 

The keyword clusters are closely interconnected, 
illustrating the multi-dimensional nature of blockchain 
applications in e-commerce, as visualized in Fig. 7. The central 
node “blockchain” connects prominently with several major 
clusters such as “smart contract” (blue), “blockchain 
technology” (red), “e-commerce” (green), and “data privacy” 
(yellow-purple), highlighting the comprehensive integration of 
blockchain with digital commerce systems. For instance, the 
blue cluster centers on “smart contract” and “e-commerce”, 
indicating a strong focus on how blockchain automates and 
secures online transactions through decentralized mechanisms. 
It also includes terms like “decentralised”, “Ethereum”, and 
“cybersecurity”, reflecting technological infrastructure and 
security considerations. The red cluster, comprising 
“blockchain technology”, “supply chain management”, “trust”, 
and “fintech”, focuses on the technological adoption of 
blockchain in business processes. This cluster emphasizes the 
operational efficiency and trust-enhancing capabilities of 
blockchain, especially in logistics and finance. The green 
cluster is closely linked to commerce-specific contexts, with 
keywords such as “supply chains”, “commerce platforms”, 
“traceability”, and “agricultural products”. This cluster 
showcases practical applications of blockchain in improving 
transparency, efficiency, and traceability in cross-border and 
product-based e-commerce. The yellow-purple cluster, though 
smaller, includes emerging terms like “data privacy”, 
“authentication”, and “digital storage”, suggesting a new 
direction in research that deals with ethical and regulatory 
dimensions of blockchain. This reflects increasing scholarly 
attention on consumer protection and secure data handling—
topics previously underexplored in blockchain-related e-
commerce studies. Notably, this cluster may represent a future 
research avenue that intersects blockchain technology with 
digital rights, authentication mechanisms, and personalized 
privacy models. These insights help reinforce the technological 
and business-oriented clusters while laying the groundwork for 
ethical and user-centered innovations in blockchain adoption. 

Cluster 1 (Red): “Technology Adoption and Trust in 
Blockchain” 

Top keywords: blockchain technology, cryptocurrency, 
trust, decentralization, consensus algorithms, fintech, 
technology adoption, innovation. This cluster centers on the 
technological and institutional factors influencing the adoption 
of blockchain. It reflects a research focus on how trust, 
decentralization, and technological infrastructure affect the 
integration of blockchain into systems like fintech and e-
commerce. The presence of keywords such as consensus 
algorithms and electronic money suggests technical 
considerations, while trust, innovation, and technology 
adoption point toward models evaluating user and 
organizational readiness. Research in this cluster aims to 
understand how blockchain can disrupt or enhance existing 
financial and technological ecosystems. 

Cluster 2 (Green): “Blockchain Applications in E-
Commerce and Supply Chains” 

Top keywords: e-commerce, supply chains, commerce 
platforms, traceability, cross-border, agricultural products, 
competition, marketing. This cluster focuses on the practical 



(IJACSA) International Journal of Advanced Computer Science and Applications,  
Vol. 16, No. 12, 2025 

525 | P a g e  
www.ijacsa.thesai.org 

application of blockchain in commerce and logistics. The 
integration of e-commerce and supply chain terms indicates 
that researchers are investigating how blockchain enhances 
transparency, efficiency, and traceability in global and cross-
border trade. Topics like agricultural products and traceability 
suggest their role in product origin tracking, while marketing 
and commerce platforms reflect business-side optimization. 
This cluster highlights blockchain's potential in improving trust 
and reducing friction in traditional supply chains and e-
commerce transactions. 

Cluster 3 (Blue): “Smart Contracts and Security 
Infrastructure” 

Top keywords: smart contracts, e-commerce, decentralised, 
Ethereum, network security, cryptography, cybersecurity, data 
privacy. The blue cluster highlights the intersection of 
blockchain with security and automation technologies. It 
centers on how smart contracts and cryptographic protocols are 
leveraged in decentralized systems to secure e-commerce 
activities. Keywords such as network security, data privacy, 

and cybersecurity point to a strong focus on data protection and 
secure transaction environments. Ethereum and decentralised 
suggest research interest in public blockchain infrastructures. 
This cluster explores both the opportunities and challenges of 
using smart contracts in secure digital commerce ecosystems. 

Cluster 4 (Yellow-Purple): “Privacy, Authentication, and 
Digital Infrastructure” 

Top keywords: data privacy, authentication, privacy 
protection, digital storage, data sharing, smart city. This 
smaller but significant cluster highlights emerging concerns 
around ethical and legal aspects of blockchain deployment. The 
focus is on how to protect users' identities and personal 
information in digital transactions. Terms like authentication 
and privacy protection imply mechanisms to validate users 
securely, while smart city and data sharing suggest research 
into blockchain's role in broader digital infrastructure. This 
cluster represents a growing interest in governance, digital 
rights, and regulatory frameworks supporting responsible 
blockchain use. 

 
Fig. 7. Keyword co-occurrence analysis results from VOSviewer. 

V. DISCUSSION 

A. Discussion of Research Results 

The growth, thematic progression, and interrelationships of 
blockchain applications in e-commerce were examined in this 
study using bibliometric analysis. This discussion offers 
thorough answers to the three previously stated research 
questions based on the study's primary findings: 

RQ1: What are the primary thematic clusters and research 
topics in the field? 

Keyword co-occurrence analysis and bibliographic 
coupling revealed several prominent thematic clusters 

representing core research areas in blockchain-enabled e-
commerce. The co-occurrence network showed strong 
connections among terms such as “blockchain”, “e-
commerce”, “smart contracts”, and “supply chain 
management”, reflecting the close integration between 
blockchain technology and various business processes in 
digital commerce. 

Four primary clusters were identified: Cluster 1: 
Technology Adoption and Trust. This cluster highlights the 
role of trust, decentralization, and technological infrastructure 
in blockchain adoption, especially in fintech and e-commerce. 
Keywords like “cryptocurrency”, “consensus algorithms”, and 
“innovation” suggest that researchers are focused on the factors 
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that enable or hinder blockchain integration. Cluster 2: 
Blockchain in E-Commerce and Supply Chains. This practical 
application cluster focuses on traceability, transparency, and 
efficiency in supply chains. Studies emphasize blockchain’s 
role in improving logistics, especially for cross-border trade 
and product authenticity. Cluster 3: Smart Contracts and 
Security Infrastructure, this cluster centers on the application of 
smart contracts to automate e-commerce transactions. It 
includes concerns about data privacy, cybersecurity, and 
decentralization, particularly on platforms like Ethereum. 
Cluster 4: Privacy, Authentication, and Digital Infrastructure, 
though smaller, this emerging cluster reveals growing interest 
in ethical, legal, and data governance aspects. Keywords such 
as “data privacy”, “authentication”, and “smart city” indicate a 
shift towards secure identity verification and infrastructure 
planning. These clusters underscore that blockchain is no 
longer treated solely as a technical solution. Instead, it is now 
studied as an enabler of transparency, trust, and efficiency 
across the digital commerce ecosystem. 

RQ2: What are the relationships between different research 
topics in this field? 

Co-citation analysis was used to identify intellectual 
linkages across the field. The results revealed four distinct 
clusters of research thought: Cluster A: Blockchain for Digital 
Markets and Energy, which reflects blockchain’s application 
beyond finance—e.g., in peer-to-peer energy trading and 
digital commerce platforms. Cluster B: Supply Chains and 
Personal Data Management focuses on product traceability and 
consumer data control, suggesting blockchain’s utility in both 
logistics and consumer rights. Cluster C: Distributed Systems 
and Consent Management emphasizes the relevance of 
blockchain in managing decentralized systems and data 
permissions, notably in IoT and digital marketplaces. 

These clusters are not isolated. For instance, blockchain 
solutions for secure transactions (Cluster C) often draw on the 
trust frameworks explored in Cluster A, and are 
operationalized through supply chain models in Cluster B. This 
interdependence shows that researchers are integrating 
knowledge across domains, forming a multi-dimensional 
understanding of blockchain’s potential in e-commerce. 

RQ3: How has research on blockchain in e-commerce 
evolved? 

The analysis of publication trends from 2014 to 2024 
indicates three distinct phases: Initial Phase (2014–2015): Very 
limited research activity, suggesting that blockchain was still 
an emerging concept in the context of e-commerce. Growth 
Phase (2016–2017): A surge in research occurred as interest in 
blockchain’s applications—especially in logistics and data 
security—increased. This coincided with broader interest in 
fintech and the rise of platforms like Ethereum. Mature Phase 
(2018–2024): There was exponential growth in publications, 
particularly in 2023–2024. The increasing complexity and 
diversity of topics—ranging from supply chain finance to 
privacy regulations—reflect blockchain’s transition from 
exploratory concept to implementation phase. 

The continuous upward trend in publication volume 
suggests that blockchain remains a dynamic and strategic area 

of academic and industrial focus, with expanding applications 
in secure payment systems, contract automation e-commerce 
platforms. 

B. Research Limitation and Future Research 

This study has several limitations: First, the bibliometric 
approach was employed to analyze and explore the 
development trends of blockchain technology, specifically 
within the broader e-commerce field. While this quantitative 
analysis provides valuable insights based on existing published 
literature, qualitative methods such as interviews or case 
studies would further deepen the understanding of blockchain’s 
practical applications and challenges in e-commerce. 

Second, the data collection was limited to publications up 
to 2024, and more recent studies were not included, which may 
affect the comprehensiveness, given the fast-evolving nature of 
blockchain technology. Additionally, the study relied mainly 
on the SCOPUS database, excluding other academic databases 
and non-English publications, which could provide a more 
diverse and representative dataset. 

Despite the promising potential of blockchain to address 
key issues in e-commerce—such as enhancing transaction 
security, ensuring data transparency, and improving payment 
processes—the technology’s large-scale implementation 
remains limited. Many blockchain applications in e-commerce 
are still at the pilot or experimental stage. Technical 
challenges, such as high computational requirements due to 
blockchain’s inherent transparency and immutability, hinder its 
wider adoption. 

Blockchain has been extensively studied in finance and 
various industries, including agriculture and emerging 
technologies like the Internet of Things and big data. Future 
research should focus on increasing interdisciplinary 
collaboration to explore blockchain’s integration into diverse e-
commerce scenarios. Moreover, developing new technological 
advancements to overcome current blockchain limitations will 
be essential for its successful, large-scale deployment in e-
commerce. 

VI. CONCLUSION 

By examining relevant literature on blockchain-supported 
e-commerce, this study seeks to examine the current state of 
blockchain technology implementation in e-commerce. First, 
the technological aspects of blockchain can successfully solve 
the issues that e-commerce platforms confront, according to the 
literature research and bibliometric analysis. Second, the 
Scopus database was used to gather pertinent literature, and 
bibliometric analysis was used to look at the trends in e-
commerce and blockchain development. We note that there has 
been a recent surge in blockchain research, with major research 
hotspots in recent years mostly concentrating on the Internet of 
Things, supply chains, smart communities, cloud computing, 
aviation, the chemical industry, and other domains. We also 
concentrate on examining research patterns related to 
blockchain technology in e-commerce.  It is also noted that 
blockchain technology plays a significant role in dividing up 
the e-commerce supply chain process in order to facilitate the 
growth of creative management practices.  Additionally, we 
discover that blockchain can assist e-commerce in resolving 
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several of its current issues, including traceability, product 
information authenticity, logistics, goods distribution 
efficiency, and consumer information safety.  In order to better 
explore possible innovation opportunities, the specialized 
functions of the blockchain-supported e-commerce industry 
have been examined and highlighted through the promotion of 
applications in production chains, distribution networks, and 
shopping processes.  Additionally, this work offers a number of 
theoretical understandings and applications.  Through creative 
management practices, blockchain technology can help e-
commerce adopt flexible management and allocate resources 
effectively. 
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